13-R-0600

A RESOLUTION
BY FINANCE/EXECUTIVE COMMITTEE

A RESOLUTION AUTHORIZING THE MAYOR OR HIS DESIGNEE TO
ENTER INTO COOPERATIVE PURCHASING AGREEMENT NUMBER
COA-6557-PL PURSUANT TO SECTION 2-1602 ET SEQ. OF THE CITY
OF ATLANTA CODE OF ORDINANCES, WITH CARAHSOFT
TECHNOLOGY CORPORATION, AN AUTHORIZED SYMANTEC
CORPORATION  RESELLER, UTILIZING THE CARAHSOFT
GENERAL SERVICES ADMINISTRATION CONTRACT NUMBER GS-
35F-0119Y TO PURCHASE A SUBSCRIPTION FOR SYMANTEC
NETBACKUP SOFTWARE LICENSING AND SUPPORT, ON BEHALF
OF THE DEPARTMENT OF INFORMATION TECHNOLOGY, FOR
TWELVE (12) MONTHS, IN AN AMOUNT NOT TO EXCEED EIGHTY-
THREE THOUSAND, SIX HUNDRED THIRTY-TWO DOLLARS AND
SIXTY-FOUR CENTS ($83,632.64), ALL. CONTRACTED WORK TO BE
CHARGED TO AND PAID FROM F UNDING NUMBERS LISTED
HEREIN; AND FOR OTHER PURPOSES.

WHEREAS, Resolution 11-R-0275, adopted by the Atlanta City Council (“Council”) on March
7, 2011 and approved on March 16, 2011, authorized the Mayor or his designee to enter into
special procurement agreement number FC-5161 with Symantec Corporation (“Symantec”)
utilizing General Services Administration (“GSA”) contract number GS-35F-0240T with
Symantec for the purchase of NetBackup software licenses, maintenance and support for one (1)
year, on behalf of the Department of Information Technology (“DIT”), in an amount not to
exceed Eighty-Two Thousand, Five Hundred Thirty-One Dollars and Fifty-Six Cents
($82,531.56); and

WHEREAS, Resolution 12-R-0199, adopted by Council on February 20, 2012 and approved on
February 29, 2012, authorized the Mayor or his designee to enter into cooperative purchasing
agreement number COA-5688-PL with Symantec for NetBackup software maintenance and
support utilizing GSA contract number GS-35F-0240T for one (1) year with three (3) one-year
renewal options, in an amount not to exceed Eighty-Two Thousand, Five Hundred Thirty-One
Dollars And Fifty-Six Cents ($82,531.56) per year; and

WHEREAS, Symantec’s GSA contract number GS-35F-0240T was not renewed with the GSA
and could no longer serve as a procurement vehicle for the City; and

WHEREAS, DIT could no longer renew the NetBackup software licenses, maintenance and
Support agreement with Symantec for a twelve (12) month term as authorized in Resolution 12-
R-0199; and

WHEREAS, Carahsoft Technology Corporation (“Carahsoft™), an authorized Symantec reseller,
also provides the same Symantec NetBackup software licensing and support services as the
previous vendor; and



WHEREAS, Carahsoft has a valid procurement vehicle, GSA contract number GS-35F-0119Y,
that is available for the City’s use and offers affordable, GSA-based pricing; and

WHEREAS, pursuant to Article X, Division 15, Intergovernmental Relations, of the City of
Atlanta Code of Ordinances (the “Code”), the Chief Procurement Officer may procure supplies,
services or construction items through contracts established by a public procurement unit outside
the City; and

WHEREAS, the Chief Procurement Officer has evaluated and determined that competitive
procedures akin to those used by the City were used by the GSA in the development of the
contract from which the cooperative purchasing agreement will be derived and that the cost of
the goods, supplies, services or construction are comparable to or less than the cost of the same
goods, supplies, services or construction if obtained through city procurements under Division 4
of the City Procurement Code; and

WHEREAS, the Chief Information Officer and the Chief Procurement Officer recommend the
execution of cooperative purchasing agreement number COA-6557-PL with Carahsoft, utilizing
GSA contract number GS-35F-0119Y, to purchase a twelve (12) months subscription for
Symantec NetBackup software licensing and support, on behalf of DIT, in an amount not to
exceed Eighty-Three Thousand, Six Hundred Thirty-Two Dollars And Sixty-Four Cents
($83,632.64), all contracted work to be charged to and paid from the Fund, Department
Organization, Account, and Function Activity (“FDOA”) numbers listed below.

NOW, THEREFORE BE IT RESOLVED BY THE COUNCIL OF THE CITY OF
ATLANTA, GEORGIA, that the Mayor or his designee is authorized to execute cooperative
purchasing agreement number COA-6557-PL with Carahsoft, utilizing GSA contract number
GS-35F-0119Y, to purchase a subscription for Symantec NetBackup software licensing and
support, on behalf of DIT, in an amount not to exceed Eighty-Three Thousand, Six Hundred
Thirty-Two Dollars And Sixty-Four Cents ($83,632.64), for a term of twelve (12) months.

BE IT FURTHER RESOLVED, that all contracted work shall be charged to and paid from
FDOA numbers 1001 (General Fund) 050212 (DIT Server Management) 5424004 (Software
[$5000+]) 1535000 (Data Processing/Management Information System).

BE IT FURTHER RESOLVED, that the Chief Procurement Officer, in consultation with the
City Attorney, is directed to prepare an agreement for execution by the Mayor or his designee.

BE IT FINALLY RESOLVED, that the agreement will not become binding on the City, and
the City will incur no obligation or liability thereunder, until it has been executed by the Mayor
or his designee, attested to by the Municipal Clerk, approved as to form by the City Attorney or
her designee, and delivered to Carahsoft.
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Part ll: Legislative White Paper:
(This portion of the Legislative Request Form will be shared with City Council members and staff)

A. Committee of Purview: FINANCE/EXECUTIVE

Caption:

A RESOLUTION
BY FINANCE/EXECUTIVE COMMITTEE

A RESOLUTION AUTHORIZING THE MAYOR OR HIS DESIGNEE TO ENTER INTO COOPERATIVE
PURCHASING AGREEMENT NUMBER COA-6557-PL PURSUANT TO SECTION 2-1602 ET SEQ. OF THE
CITY OF ATLANTA CODE OF ORDINANCES, WITH CARAHSOFT TECHNOLOGY CORPORATION, AN
AUTHORIZED SYMANTEC CORPORATION RESELLER, UTILIZING THE CARAHSOFT GENERAL
SERVICES ADMINISTRATION CONTRACT NUMBER GS-35F-0119Y TO PURCHASE A SUBSCRIPTION
FOR SYMANTEC NETBACKUP SOFTWARE LICENSING AND SUPPORT, ON BEHALF OF THE
DEPARTMENT OF INFORMATION TECHNOLOGY, FOR TWELVE (12) MONTHS, IN AN AMOUNT NOT
TO EXCEED EIGHTY-THREE THOUSAND, SIX HUNDRED THIRTY-TWO DOLLARS AND SIXTY-FOUR
CENTS ($83,632.64), ALL CONTRACTED WORK TO BE CHARGED TO AND PAID FROM FUNDING
NUMBERS LISTED HEREIN; AND FOR OTHER PURPOSES.

Council Meeting Date: Monday. April 15,2013

Requesting Dept: Information Technology

B. To be completed by the department:

1. Please provide a summary of the purpose of this legislation (Justification Statement).

DIT would like Council to authorize the Mayor or his designee to execute cooperative purchasing agreement
number COA-6557-PL with Carahsoft, utilizing GSA contract number GS-35F-0119Y, to purchase a twelve

(12) months subscription for Symantec NetBackup software licensing and support, on behalf of DIT, in an
amount not to exceed $83,632.64.

2. Please provide background information regarding this legislation.

Background
Resolution 11-R-0275, adopted by the Atlanta City Council (“Council”) on March 7, 2011 and approved on

March 16, 2011, authorized the Mayor or his designee to enter into special procurement agreement number

FC-5161 with Symantec Corporation (“Symantec™) utilizing General Services Administration (“GSA™)
contract number GS-35F-0240T with Symantec for the purchase of NetBackup software licenses,
maintenance and support for one (1) year, on behalf of DIT, in an amount not to exceed $82,531.56.

Resolution 12-R-0199, adopted by Council on February 20, 2012 and approved on February 29, 2012,
authorized the Mayor or his designee to enter into cooperative purchasing agreement number COA-5688-PL
with Symantec for NetBackup software maintenance and support utilizing GSA contract number GS-35F-

0240T for one (1) year with three (3) one-year renewal options, in an amount not to exceed $82,531.56 per

year.

Issue
The GSA did not renew Symantec’s GSA contract number GS-35F-0240T and Symantec's contract could no
longer serve as a procurement vehicle for the City.

Therefore, DIT could not renew the NetBackup software licenses, maintenance and support agreement with
Symantec for a twelve (12) month term as authorized in Resolution 12-R-0199.

Legislative White Paper - Page [ of 2



However, Carahsoft Technology Corporation (“Carahsoft”), an authorized Symantec reseller, also provides
the same Symantec NetBackup software licensing and support services as the previous vendor.

Carahsoft has a valid procurement vehicle, GSA contract number GS-35F-0119Y, that is available for the
City’s use and offers affordable, GSA-based pricing.

Recommendation

The Chief Information Officer and the Chief Procurement Officer recommend the execution of cooperative
purchasing agreement number COA-6557-PL with Carahsoft, utilizing GSA contract number GS-35F-0119Y,
to purchase a twelve (12) month subscription for Symantec NetBackup software licensing and support, on
behalf of DIT, in an amount not to exceed $83,632.64.

3. i Applicable/Known:

(a) Contract Type (e.g. Professional Services, Construction Agreement, etc):
Software licensing and support.

(b) Source Selection:

(c) Bids/Proposals Due:

(d) Invitations Issued:

(e) Number of Bids:

(f) Proposals Received:

(g) Bidders/Proponents:

(h) Termof Contract:  Twelve (12) months
4. Fund Account: FDOA 1001 (General Fund)

5. Source of Funds: 1001 (General Fund) 050212 (DIT Server Management) 5213001
(Consulting/Professional Services-Technical) 1535000 (Data Processing/Management Information System).

6. Fiscal Impact: $83,632.64
7. Method of Cost Recovery:

This Legislative Request Form Was Prepared By: Kieva Morrison, DIT Legislative Analyst.
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GSA Federal
Acquisition
Service

eLibrary

Cammcwr information

:

ali the words

(Vendors) How to change your company information

(BPAs)

Contract #: GS-35F-0119Y Socio-Economic : Small business
Contractor: CARAHSOFT TECHNOLOGY CORPORATION EPLS - Contractor not found on the
Address: 12369 SUNRISE VALLEY DR STE D2 out . Excluded Parties List System
= ovt. Contracting Officer:
RESTON, VA 20191-5430 Nina Malakouti
Phone: 7038718500 Phone: 703-605-2742
E-Mail: contracts@carahsoft.com E-Mail: nina.malakouti@gsa.gov
Web Address:  http://www.carahsoft.com .
DUNS: 088365767 Contract Clauses/Exceptions:
y View the specifics for this cont
NAICS: 443120 iew pecifics for this contract
Contractor
Contract TR&Cs Contract End
Source Title Number /Pricelist Date Category View Catalog
70 |GENERAL PURPOSE COMMERCIAL e = Dec 19, 2016 | 135 1>
INFORMATION TECHNOLOGY EQUIPMENT, G5-35F-0119Y i G
SOFTWARE, AND SERVICES 132 32
PO
CoOP
132 33 @
132 34
132 50 FTRE . Fram—
132 51 TN srna Fra—
COOF
1328 %{%ﬁﬂ ARRS
Additional Contracts held by this contractor. To view more details of a contract, click the Contract Number below.
Contractor
Contract T&Cs Contract End
Source Title Number /Pricelist Date Category View Catalog
70 GENERAL PURPOSE COMMERCIAL e = Mar 1, 2013 132 12 - o
INFORMATION TECHNOLOGY GS-35F-0131R 8 Flice mcov SEE2  [qAdeantsgel
EQUIPMENT, SOFTWARE, AND SERVICES 1323
132 32
132 33
132 34
132 50
132 51
132 52
132 53
1328
738 X HUMAN RESOURCES & EQUAL GS-02F-0263p B Sep9,2014 g5 o
EMPLOYMENT OPPORTUNITY SERVICES
595 22
595 26
BPA MAS Blanket Purchase Agreements GS00Q11AEA0004 Mar 1, 2013 yIRT MACH




GSA elibrary Contractor Information Page 1 of 2

GSA Federal
Acquisition

eLibrary Service

=

(Vendors) How to change your company information

Search: all the words

Ctsf;:s tractor Information

Contract #: GS-35F-0119Y Socio~-Economic : Small business
Contractor: CARAHSOFT TECHNOLOGY CORPORATION EPLS Contractor not found on the
Address: 12369 SUNRISE VALLEY DR STE D2 g’y(g't‘;‘r’fd Parties List
RESTON’ VA 20191-5430 Govt. Contracting Officer:
Phone: 7038718500 Nina Malakouti
E-Mail: contracts@carahsoft.com Phone: 703-605-2742
Web Address:  http://www.carahsoft.com E-Mail: nina.malakouti@gsa.gov
DUNS: 088365767 .
NAICS: g g 6 Contract Clauses/Exceptions:
AICS: 443120 View the specifics for this contract
Contractor
Contract T&Cs Contract End
Source Title Number /Pricelist Date Category View Catalog
70 JGENERAL PURPOSE COMMERCIAL . =] Dec 19, 2016 | ;35 45 e
INFORMATION TECHNOLOGY EQUIPMENT, es-3sr-onov  E e ey | [
SOFTWARE, AND SERVICES 132 32
PURCH RECOW
| co0r BoisasT]
132 33 | W8 REcov | peMElAdvaniage
132 34 !‘i!,amm
COOP
13250 PURTH %&%?
| coor Bnisast]
13251 FLRCH REcov
| ConP RS AST]
132 52 FURTH RECOV
| Conr BRISASY
1328 FLECH Recov
Additional Contracts held by this contractor. To view more details of a contract, click the Contract Number below.
Contractor
Contract T&Cs Contract End
Source Title Number /Pricelist Date Category View Catalog
70  GENERAL PURPOSE COMMERCIAL e E Mar 31, 2013 135 15> g
INFORMATION TECHNOLOGY EQUIPMENT, GS-35F-0131R . FURLCH  REcov
SOFTWARE, AND SERVICES 132 3
FUREH  RECOY
132 32 EEED O
FURTH RECoV
L0 BDICAST]
132 33 FURTH RECOV
132 34 &5 EEd
FURCH  RECDY
132 50
FURCH  RECOV
132 51
FURCH RECOW
L Coor Bois AST]
13252 FURCH RECOV
{coor WRISAST
132 53 FURCH RECOV
| COOF BDISAST]
1328 FURCH RECOY
7 HUMAN RESOURCES & EQUAL EMPLOYMENT Sep 9, 2014 (545
38 X SOURC GS-02F-0263P 595 21
OPPORTUNITY SERVICES

http://www.gsaelibrary.gsa. gov/ElibMain/contractorInfo.do?contractNumber=GS-35F-01 19Y &contractorN... 3/8/2013



- GSA eLibrary Contractor Information Page 2 of 2
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595 26
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GOVERNMENT - PRICE QUOTATION

CARAMSOFT TECHNOLOGY CORP Carahsoft

DRIVE | SUITE D2 | RESTON

TO: Jeremy Johnson FROM:  Dallas Lee
City of Atlanta Carahsoft Technology Corp.
12369 Sunrise Valley Drive
Suite D2
Reston, VA 20191
EMAL:  jdgordon@atlantaga.gov EMAIL:  Dallas.Lee@carahsoft.com
PHONE:  (404) 330-6110 FAX:  (404) 739-9126 PHONE:  (703) 230-7457 FAX:  (703) 871-8505
TERMS: GSA Schedule No: GS-35F-0119Y QUOTE NO: 4598531
Term: December 20, 2011 - December 19, 2016 GUOTE DATE: 02/13/2013
FTIN: 52-2189693 QUOTE EXPIRES: 03/15/2013
Shipping Point: FOB Destination REG NG
Credit Cards: VISA/MasterCard/AMEX SHIFPING: GROUND
Remit To: Same as Above TOTAL PRICE: $83,632.64
Payment Terms: Net 30 (On Approved Credit)
CAGE CODE: 1P3C5 S —
DUNS No: 088365767 TOTAL QUOTE: $83,632.64
Business Size: Small
LINE MO, PART KO, DESCRIPTION LIZY PRICE GUOTE PRICE Q7Y EXTENDED PRICE
1 6B3EWZZ4-ER1GS VRTS STORAGE FOUNDATION OPTION $826.85 $785.51 GSA 2 $1,571.02

VOLUME REPLICATOR 6.0 WIN FOR OS
TIER ENTERPRISE EDITION PER SERVER
RENEWAL ESSENTIAL 12 MONTHS GOV
BAND S Symantec - 6B3EWZZ4-ER1GS
Start Date: 04/25/2013 End Date: 04/24/2014
2 K54QWZZ4-ER1GS VRTS STORAGE FOUNDATION $2,298.85 $2,183.91 GSA 2 $4,367.82
ENTERPRISE HA/DR 6.0 WIN FOR OS TIER
ENTERPRISE EDITION PER SERVER
RENEWAL ESSENTIAL 12 MONTHS GOV
BAND S Symantec - K54QWZZ4-ER1GS
Start Date: 04/25/2013 End Date: 04/24/2014
3 TWN2XZZ0-ER1GS SYMC NETBACKUP STANDARD CLIENT 7.5 $136.85 $130.01 GSA 15 $1,950.15
XPLAT 1 SERVER RENEWAL ESSENTIAL 12
MONTHS GOV BAND S Symantec -
TWN2XZZ0-ER1GS
Start Date: 04/25/2013 End Date: 04/24/2014
4 TWN2XZZ0-ER1GS SYMC NETBACKUP STANDARD CLIENT 7.5 $136.85 $130.01 GSA 85 $11,050.85
XPLAT 1 SERVER RENEWAL ESSENTIAL 12
MONTHS GOV BAND S Symantec -
TWN2XZZ0-ER1GS
Start Date: 04/25/2013 End Date: 04/24/2014
5 TWN2XZZ0-ER1GS  SYMC NETBACKUP STANDARD CLIENT 7.5 $136.85 $130.01 GSA 6 $780.06
XPLAT 1 SERVER RENEWAL ESSENTIAL 12
MONTHS GOV BAND S Symantec -
TWN2XZZ0-ER1GS
Start Date: 04/25/2013 End Date; 04/24/2014
6 9BITC2Z0-ER1GS  SYMC NETBACKUP ENTERPRISE CLIENT $711.85 $676.26 GSA 1 $676.26
7.5 WIN/LNX/SOLX64 1 SERVER TIER 2
RENEWAL ESSENTIAL 12 MONTHS GOV
BAND S Symantec - 9BITC2Z0-ER1GS
Start Date: 04/25/2013 End Date: 04/24/2014
7 9BITC2Z0-ER1GS  SYMC NETBACKUP ENTERPRISE CLIENT $711.85 $676.26 GSA 15 $10,143.90
7.5 WIN/LNX/SOLX64 1 SERVER TIER 2
RENEWAL ESSENTIAL 12 MONTHS GOV
BAND S Symantec - 9BITC2Z0-ER1GS
Start Date: 04/25/2013 End Date: 04/24/2014
8 8SPFXZZ0-ER1GS SYMC NETBACKUP ENTERPRISE DISK 7.5 $320.85 $304.81 GSA 9 $2,743.29
XPLAT 1 FRONT END TB RENEWAL
ESSENTIAL 12 MONTHS GOV BAND S
Symantec - 88PFXZZ0-ER1GS
Start Date: 04/25/2013 End Date: 04/24/2014

GUOTE DATE: 02/13/2013

SQUOTE MO 4598531



CARAHSOFT TECHNOLOGY CORP

RE

carahsoft.

LINE NG,

PART NO.

DESCRIPTION

QUOTE PRICE

ary

EXTENDED PRICE

10

11

12

13

14

15

16

17

18

19

20

21

PVXBXZZ0-ER1GS

ZCKFC2Z0-ER1GS

GQOFX2Z0-ER1GS

MQPKC2Z0-ER1GS

TWN2XZZ0-ER1GS

TWN2XZZ0-ER1GS

TWN2XZZ0-ER1GS

TWN2XZZ0-ER1GS

ZCKFU1Z0-ER1GS

ZCKFC3Z0-ER1GS

PVXBXZZ0-ER1GS

PVXBXZZ0-ER1GS

KUT8XZZ0-ER1GS

SYMC NETBACKUP OPTION LIBRARY
BASED TAPE DRIVE 7.5 XPLAT PER DRIVE
RENEWAL ESSENTIAL 12 MONTHS GOV
BAND S Symantec - PVXBXZZ0-ER1GS

Start Date: 04/25/2013 End Date: 04/24/2014
SYMC NETBACKUP CLIENT APPLICATION
AND DATABASE PACK 7.5 WIN/LNX/SOLX64
1 SERVER TIER 2 RENEWAL ESSENTIAL 12
MONTHS GOV BAND S Symantec -
ZCKFC2Z0-ER1GS

Start Date: 04/25/2013 End Date: 04/24/2014
SYMC NETBACKUP OPTION NDMP 7.5
XPLAT PER SERVER TIER 2 RENEWAL
ESSENTIAL 12 MONTHS GOV BAND S
Symantec - GQOFX2Z0-ER1GS

Start Date: 04/25/2013 End Date: 04/24/2014
SYMC NETBACKUP ENTERPRISE SERVER
7.5 WIN/LNX/SOLX64 1 SERVER TIER 2
RENEWAL ESSENTIAL 12 MONTHS GOV
BAND S Symantec - MQPKC2Z0-ER1GS
Start Date: 04/25/2013 End Date: 04/24/2014
SYMC NETBACKUP STANDARD CLIENT 7.5
XPLAT 1 SERVER RENEWAL ESSENTIAL 12
MONTHS GOV BAND S Symantec -
TWN2XZZ0-ER1GS

Start Date: 04/25/2013 End Date: 04/24/2014
SYMC NETBACKUP STANDARD CLIENT 7.5
XPLAT 1 SERVER RENEWAL ESSENTIAL 12
MONTHS GOV BAND S Symantec -
TWN2XZZ0-ER1GS

Start Date: 04/26/2013 End Date: 04/24/2014
SYMC NETBACKUP STANDARD CLIENT 7.5
XPLAT 1 SERVER RENEWAL ESSENTIAL 12
MONTHS GOV BAND S Symantec -
TWN2XZZ0-ER1GS

Start Date: 04/25/2013 End Date: 04/24/2014
SYMC NETBACKUP STANDARD CLIENT 7.5
XPLAT 1 SERVER RENEWAL ESSENTIAL 12
MONTHS GOV BAND S Symantec -
TWN2XZZ0-ER1GS

Start Date: 04/25/2013 End Date: 04/24/2014
SYMC NETBACKUP CLIENT APPLICATION
AND DATABASE PACK 7.5 UNX 1 SERVER
TIER 1 RENEWAL ESSENTIAL 12 MONTHS
GOV BAND S Symantec - ZCKFU1Z0-ER1GS
Start Date: 04/25/2013 End Date: 04/24/2014
SYMC NETBACKUP CLIENT APPLICATION
AND DATABASE PACK 7.5 WIN/LNX/SOLX64
1 SERVER TIER 3 RENEWAL ESSENTIAL 12
MONTHS GOV BAND S Symantec -
ZCKFC3Z0-ER1GS

Start Date: 04/25/2013 End Date: 04/24/2014
SYMC NETBACKUP OPTION LIBRARY
BASED TAPE DRIVE 7.5 XPLAT PER DRIVE
RENEWAL ESSENTIAL 12 MONTHS GOV
BAND S Symantec - PVXBXZZ0-ER1GS

Start Date: 04/25/2013 End Date: 04/24/2014
SYMC NETBACKUP OPTION LIBRARY
BASED TAPE DRIVE 7.5 XPLAT PER DRIVE
RENEWAL ESSENTIAL 12 MONTHS GOV
BAND S Symantec - PVXBXZZ0-ER1GS

Start Date: 04/25/2013 End Date: 04/24/2014
SYMC NETBACKUP OPTION SHARED
STORAGE OPTION 7.5 XPLAT 1 DRIVE
RENEWAL ESSENTIAL 12 MONTHS GOV
BAND S Symantec - KUT8XZZ0-ER1GS

Start Date: 04/25/2013 End Date: 04/24/2014

$690.00

$389.85

$1,495.00

$1,265.00

$136.85

$136.85

$136.85

$136.85

$1,148.85

$504.85

$690.00

$690.00

$460.00

$655.50

$370.36

$1,420.25

$1,201.75

$130.01

$130.01

$130.01

$130.01

$1.091.41

$479.61

$655.50

$655.50

$437.00

GSA

GSA

GSA

GSA

GSA

GSA

GSA

GSA

GSA

GSA

GSA

GSA

GSA

15

87

$1,966.50

$1,851.80

$2,840.50

$4,807.00

$1,950.15

$520.04

$11,310.87

$1,040.08

$4,365.64

$1,438.83

$1,966.50

$2,622.00

$1,311.00

02/13/2013
4598531



GOVERNMENT - PRICE QUOTATION

carahsoft.

. PART NO. DESCRIPTION LIST PRICE QUOTE PRICE QTY  EXTENDED PRICE

1y
?ﬁ

LHNE K

22 KUT8XZZ0-ER1GS  SYMC NETBACKUP OPTION SHARED $460.00 $437.00 GSA 3 $1,311.00
STORAGE OPTION 7.5 XPLAT 1 DRIVE
RENEWAL ESSENTIAL 12 MONTHS GOV
BAND S Symantec - KUT8XZZ0-ER1GS
Start Date: 04/25/2013 End Date: 04/24/2014
23 ZCKFC2Z0-ER1GS  SYMC NETBACKUP CLIENT APPLICATION $389.85 $370.38 GSA 2 $740.72
AND DATABASE PACK 7.5 WIN/LNX/SOLX64
1 SERVER TIER 2 RENEWAL ESSENTIAL 12
MONTHS GOV BAND S Symantec -
ZCKFC2Z0-ER1GS
Start Date: 04/25/2013 End Date; 04/24/2014
24 ZCKFC2Z0-ER1GS  SYMC NETBACKUP CLIENT APPLICATION $389.85 $370.36 GSA 6 $2,222.16
AND DATABASE PACK 7.5 WIN/LNX/SOLX64
1 SERVER TIER 2 RENEWAL ESSENTIAL 12
MONTHS GOV BAND S Symantec -
ZCKFC2Z0-ER1GS
Start Date: 04/25/2013 End Date; 04/24/2014
25 9AGFXZZ0-ER1GS  SYMC NETBACKUP OPTION VAULT BASE $2,300.00 $2,185.00 GSA 1 $2,185.00
7.5 XPLAT RENEWAL ESSENTIAL 12
MONTHS GOV BAND S Symantec -
9AGFXZZ0-ER1GS
Start Date: 04/25/2013 End Date: 04/24/2014
26 MQPKC2Z0-ER1GS  SYMC NETBACKUP ENTERPRISE SERVER $1,265.00 $1,201.75 GSA 3 $3,605.25
7.5 WIN/LNX/SOLX64 1 SERVER TIER 2
RENEWAL ESSENTIAL 12 MONTHS GOV
BAND S Symantec - MQPKC2Z0-ER1GS
Start Date: 04/25/2013 End Date: 04/24/2014
27 MQPKC2Z0-ER1GS SYMC NETBACKUP ENTERPRISE SERVER $1,265.00 $1,201.75 GSA 1 $1,201.75
7.5 WIN/LNX/SOLX64 1 SERVER TIER 2
RENEWAL ESSENTIAL 12 MONTHS GOV
BAND S Symantec - MQPKC2Z0-ER1GS
Start Date: 04/25/2013 End Date: 04/24/2014
28 MQPKC1Z0-ER1GS SYMC NETBACKUP ENTERPRISE SERVER $1,150.00 $1.09250 GSA 1 $1,092.50
7.5 WIN/LNX/SOLX64 1 SERVER TIER 1
RENEWAL ESSENTIAL 12 MONTHS GOV
BAND S Symantec - MQPKC1Z0-ER1GS
Start Date: 04/25/2013 End Date: 04/24/2014

SUBTOTAL: $83,632.64
TOTAL PRICE: $83,632.64
TOTAL QUOTE: $83,632.64

PLEASE SEND ALL ORDERS TO: OMTeam@carahsoft.com

GUOTE DATE: 02/13/2013

4598531



carahsoft

technology corp

AUTHORIZED FEDERAL SUPPLY SERVICE
INFORMATION TECHNOLOGY SCHEDULE PRICELIST

GENERAL PURPOSE COMMERCIAL INFORMATION TECHNOLOGY
EQUIPMENT, SOFTWARE AND SERVICES

Special Item No. 132-8 Purchase of New Equipment

Special Item No. 132-12 Equipment Maintenance

Spécial Item No. 132-32 Term Software Licenses !

Special Ttem No. 132-33 Perpetual Software Licenses

Special Item No. 132-34 Maintenance of Software as a Service

Special Item No. 132-50 Training Courses

Special Item No. 132-51 Information Technology Professional Services

SPECIAL ITEM NUMBER 132-8 PURCHASE OF NEW EQUIPMENT
FSC CLASS 7010 - SYSTEM CONFIGURATION

End User Computers/Desktop Computers

Professional Workstations

Servers

Laptop/Portable/Notebook Computers

Large Scale Computers

Optical and Imaging Systems

Other Systems Configuration Equipment, Not Elsewhere Classified

FSC CLASS 7025 - INPUT/OUTPUT AND STORAGE DEVICES

Printers

Display

Graphics, including Video Graphics, Light Pens, Digitizers, Scanners, and Touch Screens
Network Equipment

Other Communications Equipment

Optical Recognition Input/Output Devices

Storage Devices including Magnetic Storage, Magnetic Tape Storage and Optical Disk Storage
Other Input/Output and Storage Devices, Not Elsewhere Classified

FSC CLASS 7035 - ADP SUPPORT EQUIPMENT
ADP Support Equipment
FSC Class 7042 - MINI AND MICRO COMPUTER CONTROL DEVICES

Microcomputer Control Devices
Telephone Answering and Voice Messaging Systems

FSC CLASS 7050 - ADP COMPONENTS
ADP Boards

FSC CLASS 5995 - CABLE, CORD, AND WIRE ASSEMBLIES: COMMUNICATIONS EQUIPMENT
Communications Equipment Cables

FSC CLASS 6015 - FIBER OPTIC CABLES
Fiber Optic Cables

FSC CLASS 6020 - FIBER OPTIC CABLE ASSEMBLES AND HARNESSES
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Fiber Optic Cable Assemblies and Hamnesses
FSC CLASS 6145 - WIRE AND CABLE, ELECTRICAL
Coaxial Cables
FSC Class 5805 - TELEPHONE AND TELEGRAPH EQUIPMENT

Telephone Equipment
Audio and Video Teleconferencing Equipment

FSC CLASS 5810 - COMMUNICATIONS SECURITY EQUIPMENT AND COMPONENTS
Communications Security Equipment

FSC CLASS 5815 - TELETYPE AND FACSIMILE EQUIPMENT
Facsimile Equipment (FAX)

FSC CLASS 5820 - RADIO AND TELEVISION COMMUNICATION EQUIPMENT, EXCEPT
AIRBORNE

Two-Way Radio Transmitters/Receivers/Antennas
Broadcast Band Radio Transmitters/Receivers/Antennas
Microwave Radio Equipment/Antennas and Waveguides
Satellite Communications Equipment

FSC CLASS 5821 - RADIO AND TELEVISION COMMUNICATION EQUIPMENT, AIRBORNE
Airborne Radio Transmitters/Receivers

FSC CLASS 5825 - RADIO NAVIGATION EQUIPMENT, EXCEPT AIRBORNE
Radio Navigation Equipment/Antennas

FSC CLASS 5826 - RADIO NAVIGATION EQUIPMENT, AIRBORNE
Airborne Radio Navigation Equipment

FSC CLASS 5830 - INTERCOMMUNICATION AND PUBLIC ADDRESS SYSTEMS, EXCEPT
AIRBORNE

Pagers and Public Address Systems (wired and wireless transmissions, including background music
systems)

FSC CLASS 5841 - RADAR EQUIPMENT, AIRBORNE
Airborne Radar Equipment
FSC CLASS 5895 - MISCELLANEOUS COMMUNICATION EQUIPMENT

Miscellaneous Communications Equipment

- Installation (FPDS Code N070) for Equipment Offered
- Deinstallation (FPDS N070)
- Reinstallation (FPDS N070)

NOTE: Installation must be incidental to, in conjunction with and in direct support of the products sold under SIN
132-8 of this contract and cannot be purchased separately. If the construction, alteration or repair is segregable and
exceeds $2,000, then the requirements of the Davis-Bacon Act apply. In applying the Davis-Bacon Act, ordering

activities are required to incorporate wage rate determinations into orders, as applicable.
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SPECIAL ITEM NUMBER 132-12 - EQUIPMENT MAINTENANCE

FSC/PSC Class J070 - Maintenance and Repair Service)(Repair Parts/Spare Parts - See FSC Class for basic
equipment)
FSC/PSC Class J058 — Maintenance and Repair of Communication Equipment

SPECIAL ITEM NUMBER 132-32 - TERM SOFTWARE LICENSES.

Software maintenance as a product includes the publishing of bug/defect fixes via patches and updates/upgrades in
function and technology to maintain the operability and usability of the software product. It may also include other
no charge support that are included in the purchase price of the product in the commercial marketplace. No charge
support includes items such as user blogs, discussion forums, on-line help libraries and FAQs (Frequently Asked
Questions), hosted chat rooms, and limited telephone, email and/or web-based general technical support for user’s
self-diagnostics.

Software maintenance as a product does NOT include the creation, design, implementation, integration, etc. of a
software package. These examples are considered software maintenance as a service — which is categorized under a
difference SIN (132-34).

FSC CLASS 7030 - INFORMATION TECHNOLOGY SOFTWARE ¢
Large Scale Computers

Operating System Software

Application Software

Electronic Commerce (EC) Software

Utility Software

Communications Software

Core Financial Management Software

Ancillary Financial Systems Software

Special Physical, Visual, Speech, and Hearing Aid Software

Microcomputers

Operating System Software

Application Software

Electronic Commerce (EC) Software

Utility Software

Communications Software

Core Financial Management Software

Ancillary Financial Systems Software

Special Physical, Visual, Speech, and Hearing Aid Software

NOTE: Offerors are encouraged to identify within their software items any component interfaces that support open
standard interoperability. An item’s interfaces may be identified as interoperable on the basis of participation in a
Government agency-sponsored program or in an independent organization program. Interfaces may be identified by
reference to an interface registered in the component registry located at http://www.core.gov.

SPECIAL ITEM NUMBER 132-33 - PERPETUAL SOFTWARE LICENSES

Software maintenance as a product includes the publishing of bug/defect fixes via patches and updates/upgrades in
function and technology to maintain the operability and usability of the software product. It may also include other
no charge support that are included in the purchase price of the product in the commercial marketplace. No charge
support includes items such as user blogs, discussion forums, on-line help libraries and FAQs (Frequently Asked
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Questions), hosted chat rooms, and limited telephone, email and/or web-based general technical support for user’s
self-diagnostics.

Software maintenance as a product does NOT include the creation, design, implementation, integration, etc. of a
software package. These examples are considered software maintenance as a service.

FSC CLASS 7030 - INFORMATION TECHNOLOGY SOFTWARE
Large Scale Computers
Operating System Software
Application Software
Electronic Commerce (EC) Software
Utility Software
Communications Software
Core Financial Management Software
Ancillary Financial Systems Software
Special Physical, Visual, Speech, and Hearing Aid Software

Microcomputers

Operating System Software

Application Software

Electronic Commerce (EC) Software

Utility Software

Communications Software

Core Financial Management Software

Ancillary Financial Systems Software

Special Physical, Visual, Speech, and Hearing Aid Software

NOTE: Offerors are encouraged to identify within their software items any component interfaces that support open
standard interoperability. An item’s interface may be identified as interoperable on the basis of participation in a
Government agency-sponsored program or in an independent organization program. Interfaces may be identified by
reference to an interface registered in the component registry located at http://www.core.gov.

SPECIAL ITEM NUMBER 132-34 - MAINTENANCE OF SOFTWARE AS A SERVICE

Software maintenance as a service creates, designs, implements, and/or integrates customized changes to software
that solve one or more problems and is not included with the price of the software. Software maintenance as a service
includes person-to-person communications regardless of the medium used to communicate: telephone support, on-
line technical support, customized support, and/or technical expertise which are charged commercially.

Software maintenance as a service is billed arrears in accordance with 31 U.S.C. 3324.

SPECIAL ITEM NUMBER 132-50 - TRAINING COURSES (FPDS Code U012)

SPECIAL I'TEM NUMBER 132-51 - INFORMATION TECHNOLOGY (IT) PROFESSIONAL SERVICES
FPDS Code D301 IT Facility Operation and Maintenance
FPDS Code D302 IT Systems Development Services
FPDS Code D306 IT Systems Analysis Services
FPDS Code D307 Automated Information Systems Design and Integration Services
FPDS Code D308 Programming Services
FPDS Code D310 IT Backup and Security Services

FPDS Code D311 IT Data Conversion Services
Page 4 BL{ ;)@
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Computer Aided Design/Computer Aided Manufacturing (CAD/CAM) Services

IT Network Management Services

Creation/Retrieval of IT Related Automated News Services, Data Services, or

Other Information Services (All other information services belong under Schedule 76)
Other Information Technology Services, Not Elsewhere Classified

Note 1: All non-professional labor categories must be incidental to and used solely to support hardware, software
and/or professional services, and cannot be purchased separately.

Note 2: Offerors and Agencies are advised that the Group 70 — Information Technology Schedule is not to be used
as a means to procure services which properly fall under the Brooks Act. These services include, but are not limited
to, architectural, engineering, mapping, cartographic production, remote sensing, geographic information systems,
and related services. FAR 36.6 distinguishes between mapping services of an A/E nature and mapping services
which are not connected nor incidental to the traditionally accepted A/E Services.

Note 3: This solicitation is not intended to solicit for the reselling of IT Professional Services, except for the
provision of implementation, maintenance, integration, or training services in direct support of a product. Under such
circumstances the services must be performance by the publisher or manufacturer or one of their authorized agents.
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Carahsoft Technology, Corp.
12369 Sunrise Valley Drive, Suite D-2, Reston, VA 20191
(703) 871-8500 (main)
(703) 871-8505 (fax)
www.carahsoft.com

Contract Number: GS-35F-0119Y

Period Covered by Contract: { December 20, 2011 through December 19, 2016

General Services Administration
Federal Acquisition Service

Pricelist current through Mod 266, dated 11/08/2012

Products and ordering information in this Authorized Information Technology Schedule Pricelist are also available on

the GSA Advantage! System (http://www.gsaadvantage.gov).
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*MINIMUM CHARGES INCLUDE ___ FULL HOURS ON THE JOB.

**FRACTIONAL HOURS, AT THE END OF THE JOB, WILL BE PRORATED TO THE NEAREST QUARTER
HOUR ’

Repair service is not covered under the scope of this contract.
10. REPAIR PARTS/SPARE PARTS RATE PROVISIONS

Al parts, furnished as spares or as repair parts in connection with the repair of equipment, unless otherwise indicated
in this pricelist, shall be new, standard parts manufactured by the equipment manufacturer. All parts shall be
furnished at prices indicated in the Contractor's commercial pricelist dated , at a discount of

% from such listed prices.

Repair parts/spare parts are not covered under the scope of this contract.
11. GUARANTEE/WARRANTY—REPAIR SERVICE AND REPAIR PARTS/SPARE PARTS
a. REPAIR SERVICE

All repair work will be guaranteed/warranted for a period of
b. REPAIR PARTS/SPARE PARTS

All parts, furnished either as spares or repairs parts will be guaranteed/warranted for a period

Repair service and repair parts/spare parts are not covered under the scope of this contract.
12. INVOICES AND PAYMENTS
a. Maintenance Service

(1) Invoices for maintenance service shall be submitted by the Contractor on a quarterly or monthly
basis, after the completion of such period. Maintenance charges must be paid in arrears (31 U.S.C. 3324).
PROMPT PAYMENT DISCOUNT, IF APPLICABLE, SHALL BE SHOWN ON THE INVOICE.

2) Payment for maintenance service of less than one month's duration shall be prorated at 1/30th of the
monthly rate for each calendar day. ’

b. Repair Service and Repair Parts/Spare Parts

Invoices for repair service and parts shall be submitted by the Contractor as soon as possible after completion of
work. Payment under blanket purchase agreements will be made quarterly or monthly, except where cash payment
procedures are used. Invoices shall be submitted separately to each ordering activity office ordering services under
the contract. The cost of repair parts shall be shown as a separate item on the invoice, and shall be priced in
accordance with paragraph #10, above. PROMPT PAYMENT DISCOUNT, IF APPLICABLE, SHALL BE
SHOWN ON THE INVOICE.

Repair service and repair parts/spare parts are not covered under the scope of this contract.

. (SPECIAL ITEM NUMBER 132-32), BEREHIUASORTWARBILIGENSES (SPECIAL ||
_ITEM NUMBER 132-33) ANDMAINTENANGEAS’A'SERVICE (SPEGIAL ITEM_
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1. INSPECTION/ACCEPTANCE

The Contractor shall only tender for acceptance those items that conform to the requirements of this contract. The
ordering activity reserves the right to inspect or test any software that has been tendered for acceptance. The ordering
activity may require repair or replacement of nonconforming software at no increase in contract price. The ordering
activity must exercise its postacceptance rights (1) within a reasonable time after the defect was discovered or should
have been discovered, but no later than 30 days from the date of delivery; and (2) before any substantial change
occurs in the condition of the software, unless the change is due to the defect in the software.

2. GUARANTEE/WARRANTY

a. Unless specified otherwise in this contract, the Contractor’s standard commercial guarantee/warranty as
stated in the contract’s commercial pricelist will apply to this contract.

The Manufacturers standard commercial warranty applies and that warranty is notated every manufacturer
product line in the pricelist.

b. The Contractor warrants and implies that the items delivered hereunder are merchantable and fit for use for
the particular purpose described in this contract.

c. Limitation of Liability. Except as otherwise provided by an express or implied warranty, the Contractor will
not be liable to the ordering activity for consequential damages resulting from any defect or deficiencies in accepted
items.

3. TECHNICAL SERVICES

The Contractor, without additional charge to the ordering activity, shall provide a hot line technical support number
838-662-2724 for the purpose of providing user assistance and guidance in the implementation of the software. The
technical support number is available from 8 AM Eastern Time to 5 PM Eastern Time.

4. SOFTWARE MAINTENANCE
a. Software maintenance as it is defined:
X 1. Software Maintenance as a Product (SIN 132-32 or SIN 132-33)

Software maintenance as a product includes the publishing of bug/defect fixes via patches and
updates/upgrades in function and technology to maintain the operability and usability of the
software product. It may also include other no charge support that are included in the purchase
price of the product in the commercial marketplace. No charge support includes items such as user
blogs, discussion forums, on-line help libraries and FAQs (Frequently Asked Questions), hosted
chat rooms, and limited telephone, email and/or web-based general technical support for user’s self
diagnostics.

Software maintenance as-a product does NOT include the creation, design, implementation,
integration, etc. of a software package. These examples are considered software maintenance as a
service.

Software Maintenance as a product is billed at the time of purchase.

X 2. Software Maintenance as a Service (SIN 132-34)

Software maintenance as a service creates, designs, implements, and/or integrates customized
changes to software that solve one or more problems and is not included with the price of the
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software. Software maintenance as a service includes person-to-person communications regardless
of the medium used to communicate: telephone support, on-line technical support, customized
support, and/or technical expertise which are charged commercially. Software maintenance as a
service is billed arrears in accordance with 31 U.S.C. 3324,

Software maintenance as a service 1s billed in arrears in accordance with 31 U.S.C. 3324.

b. Invoices for maintenance service shall be submitted by the Contractor on a quarterly or monthly basis, after
the completion of such period. Maintenance charges must be paid in arrears (31 U.S.C. 3324). PROMPT
PAYMENT DISCOUNT, IF APPLICABLE, SHALL BE SHOWN ON THE INVOICE.

5. PERIODS OF TERM LICENSES (SIN 132-32) AND MAINTENANCE (SIN 132-34)

a. The Contractor shall honor orders for periods for the duration of the contract period or a lessor period of
time. .
b. Term licenses and/or maintenance may be discontinued by the ordering activity on thirty (30) calendar days

written notice to the Contractor.

c. Annual Funding. When annually appropriated funds are cited on an order for term licenses and/or
maintenance, the period of the term licenses and/or maintenance shall automatically expire on September 30 of the
contract period, or at the end of the contract period, whichever occurs first. Renewal of the term licenses and/or
maintenance orders citing the new appropriation shall be required, if the term licenses and/or maintenance is to be
continued during any remainder of the contract period.

d. Cross-Year Funding Within Contract Period. Where an ordering activity’s specific appropriation authority
provides for funds in excess of a 12 month (fiscal year) period, the ordering activity may place an order under this
schedule contract for a period up to the expiration of the contract period, notwithstanding the intervening fiscal years.

e. Ordering activities should notify the Contractor in writing thirty (30) calendar days prior to the expiration of
an order, if the term licenses and/or maintenance is to be terminated at that time. Orders for the continuation of term
licenses and/or maintenance will be required if the term licenses and/or maintenance is to be continued during the
subsequent period.

6. CONVERSION FROM TERM LICENSE TO PERPETUAL LICENSE

a. The ordering activity may convert term licenses to perpetual licenses for any or all software at any time
following acceptance of software. At the request of the ordering activity the Contractor shall furnish, within ten (10)
calendar days, for each software product that is contemplated for conversion, the total amount of conversion credits
which have accrued while the software was on a term license and the date of the last update or enhancement.

b. Conversion credits which are provided shall, within the limits specified, continue to accrue from one
contract period to the next, provided the software remains on a term license within the ordering activity.

c. The term license for each software product shall be discontinued on the day immediately preceding the
effective date of conversion from a term license to a perpetual license.

d. The price the ordering activity shall pay will be the perpetual license price that prevailed at the time such
software was initially ordered under a term license, or the perpetual license price prevailing at the time of conversion
from a term license to a perpetual license, whichever is the less, minus an amount equal to % of all term
license payments during the period that the software was under a term license within the ordering activity.

Not available under the scope of this contract.

7. TERM LICENSE CESSATION

a. After a software product has been on a continuous term license for a period of * months, a
fully paid-up, non-exclusive, perpetual license for the software product shall automatically accrue to the ordering
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activity. The period of continuous term license for automatic accrual of a fully paid-up perpetual license does not
have to be achieved during a particular fiscal year; it is a written Contractor commitment which continues to be
available for software that is initially ordered under this contract, until a fully paid-up perpetual license accrues to the
ordering activity. However, should the term license of the software be discontinued before the specified period of the
continuous term license has been satisfied, the perpetual license accrual shall be forfeited.

b.

The Contractor agrees to provide updates and maintenance service for the software after a perpetual license

has accrued, at the prices and terms of Special Item Number 132-34, if the licensee elects to order such services. Title
to the software shall remain with the Contractor.

Not available under the scope of this contract.

8.
a.

b.

UTILIZATION LIMITATIONS - (SIN 132-32, SIN 132-33, AND SIN 132-34)
Software acquisition is limited to commercial computer software defined in FAR Part 2.101.

When acquired by the ordering activity, commercial computer software and related documentation so legend

shall be subject to the following:

©)

(1) Title to and ownership of the software and documentation shall remain with the Contractor, unless
otherwise specified.

2) Software licenses are by site and by ordering activity. An ordering activity is defined as a cabinet
level or independent ordering activity. The software may be used by any subdivision of the ordering activity
(service, bureau, division, command, etc.) that has access to the site the software is placed at, even if the
subdivision did not participate in the acquisition of the software. Further, the software may be used on a
sharing basis where multiple agencies have joint projects that can be satisfied by the use of the sofiware
placed at one ordering activity's site. This would allow other agencies access to one ordering activity's
database. For ordering activity public domain databases, user agencies and third parties may use the
computer program to enter, retrieve, analyze and present data. The user ordering activity will take
appropriate action by instruction, agreement, or otherwise, to protect the Contractor's proprietary property
with any third parties that are permitted access to the computer programs and documentation in connection
with the user ordering activity's permitted use of the computer programs and documentation. For purposes
of this section, all such permitted third parties shall be deemed agents of the user ordering activity.

3) Except as is provided in paragraph 8.b(2) above, the ordering activity shall not provide or otherwise
make available the software or documentation, or any portion thereof, in any form, to any third party without

the prior written approval of the Contractor. Third parties do not include prime Contractors, subcontractors

and agents of the ordering activity who have the ordering activity's permission to use the licensed software
and documentation at the facility, and who have agreed to use the licensed software and documentation only
in accordance with these restrictions. This provision does not limit the right of the ordering activity to use
software, documentation, or information therein, which the ordering activity may already have or obtairs
without restrictions.

4) The ordering activity shall have the right to use the computer software and documentation with the
computer for which it is acquired at any other facility to which that computer may be transferred, or in cases
of Disaster Recovery, the ordering activity has the right to transfer the software to another site if the ordering
activity site for which it is acquired is deemed to be unsafe for ordering activity personnel; to use the
computer software and documentation with a backup computer when the primary computer is inoperative; to
copy computer programs for safekeeping (archives) or backup purposes; to transfer a copy of the software to
another site for purposes of benchmarking new hardware and/or software; and to modify the software and
documentation or combine it with other software, provided that the unmodified portions shall remain subject
to these restrictions.

"Commercial Computer Software" may be marked with the Contractor's standard commercial restricted

rights legend, but the schedule contract and schedule pricelist, including this clause, "Utilization Limitations" are the
only governing terms and conditions, and shall take precedence and supersede any different or additional terms and
conditions included in the standard commercial legend
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9. SOFTWARE CONVERSIONS - (SIN 132-32 AND SIN 132-33)

Full monetary credit will be allowed to the ordering activity when conversion from one version of the software to
another is made as the result of a change in operating system , or from one computer system to another. Under a
perpetual license (132-33), the purchase price of the new software shall be reduced by the amount that was paid to
purchase the earlier version. Under a term license (132-32), conversion credits which accrued while the earlier
version was under a term license shall carry forward and remain available as conversion credits which may be applied
towards the perpetual license price of the new version.

16. DESCRIPTIONS AND EQUIPMENT COMPATIBILITY

The Contractor shall include, in the schedule pricelist, a complete description of each software product and a list of
equipment on which the software can be used. Also, included shall be a brief, introductory explanation of the
modules and documentation which are offered.

11. RIGHT-TO-COPY PRICING
The Contractor shall insert the discounted pricing for right-to-copy licenses.

Not available under the scope of this contract.

4 f > LEE TO'PURGHASE OF
TRAINING COURSES FOR GENERAL PURPOSE COMMERCIAL

mFORMATION TEG' HNOLOGY EQUIPMENT AND SOFTWARE

i (QPECIAL ITFM*N'UMBER 132—50)
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Carahsoft certifies that all dealers participating in the performance of this contract have agreed
that their performance will be in accordance with all terms and conditions of this GSA Schedule.

For the complete listing of authorized participating dealers please see:

http://www.carahsoft.com/contracts/participatingdealers2/
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ATTACHMENT 2 - App

Approved IT Manufacturers:
10GEN Acquia Actiance Adobe Akamai
Alfresco Andrews Consulting | Application Security | AppSense AvePoint Public
Group Sector
Avoka Avue BlackBag Blackduck Box
Technologies

Boxtone CAFM Resources Canda Solutions Carnegie Speech Carpathia
Centrifuge Systems, | Certes Network CIDEON Ciena Cleversafe
Inc.
Cloudera Collabnet Comscore Corporate Cyber-Ark

Reimbursement

Services (CRS)
Datameer Delphix Digital Reasoning DreamFactory EMC

(DRSD
Emergency Visions | EnterpriseDB Esync Training EVGA F5
FireEye FlexAnalytics, LLC | GlobalSCAPE Good Technology Greenlight
Technologies

Groundwork HP HyperOffice Hytrust IBM
Tkanow HHume Imation Imprivata Intergral
inTTensity iOra IoM2 ISC JackBe
Janya Kapow KnowWho Kofax KZO Imnovations
Layer7 Lexicon Liquidware Labs Mark Logic MetaCarta
Miserware MotionDSP MPower Next Level Security | Nimble

System
Novodynamics, Inc | Nutanix Oblong OC Systems Oculis
Ommilink OpenSGI Pentaho PixLogic Precise
Progress Quantum4D ReadSpeaker, LLC Real Eyes Recorded Future
Red Hat Revere Data SafeNet, Inc Salesforce.com SAP
Sensics Seros SOA Solix Stealthbits

Technologies, Inc

Symantec TerraGo TetradD Tintri Thetus
ThinLaunch Veracode Viewfinity WhipTail ‘WhiteCanyon
Workshare XCEND xMatters Xsigo
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V) Symantec.

MASTER LICENSE AGREEMENT

Customer Company Name:

General Services Administration

Contact Name:
Address:

Address:

Country:

Email:

(All fields are required)

Symantec Agreement Number:
(To be filled in by Symantec)

Effective Date: (To be filled in by Symantec upon
signature)

This Master License Agreement ("Agreement”) is entered into by and between Symantec Corporation, a Delaware corporation, and Customer
(identified above) as of the Effective Date defined above. This Agreement consists of these terms and conditions (“Master Terms”) and any Addenda

executed under these Master Terms.

This Agreement applies to the Symantec software products available for purchase through the applicable GSA

Schedule 70 contract from an authorized Symantec reseller, and any mention in the Agreement of "Professional Services” or other services available for
additional fees does not add such services to the reseller's GSA Schedule contract.

Customer and Symantec agree as follows:

1 Definitions. All capitalized terms may be used in the singular or in
the plural, as the context requires.

1.1 “Addendum” to this Agreement means any addendum,
including its exhibits or attachments, executed between the parties from
time to time, which references this Agreement and supplements or
modifies these Master Terms.

1.2 “Business _ Critical  Services” means Symantec’s
commercially-available Business Critical Services offerings, subject to the
additional terms and conditions of the Business Critical Services
Addenda in Attachment 4.

1.3 “Certificate” means the machine-generated certificate sent to
Customer by Symantec to confirm a purchase of the applicable Licensed
Software and/or Maintenance/Support and/or (at Symantec’s discretion)
certain Services.

14 “Customer” means the end user licensee named below.

1.5 “Documentation” means the user manuals and release notes
accompanying the Licensed Software.

1.6 “Effective Date” of this Agreement means the relevant date
assigned by Symantec upon acceptance of this Agreement.

1.7 “EULA” means Symantec's end user license agreement

accompanying the Licensed Software. The only portion of the EULA that
shall apply to the Licensed Software is the Section 17 (Additional Terms
and Conditions) of each EULA. Such EULAs may be reviewed at any
time at hitp://www symantec. com/about/profile/policies/eulas. For the
avoidance of doubt, if an Ordering Activity places its order for Licensed
Software, then such Ordering Activity is deemed to have reviewed and
approved Section 17 of the applicable EULA.

1.8 “Licensed Software” means the Symantec software products
in object code form, that are commercially available on Symantec’s
applicable in-country price list in effect at the time of Customer's order,
and any software updates provided under Maintenance/Support.

1.9 “Maintenance/Support” means the commercially-available
Symantec maintenance/technical support services ordered by Customer
for the Licensed Software, provided pursuant to Symantec’s then-current
maintenance/support policies and processes.

110 ° “Managed Security  Services” means Symantec’s
commercially-available managed security services offerings, subject to
the additional terms and conditions of the Managed Security Addenda in
Attachment 5.

1.11 “MSRP” means Symantec’s then-current in-country suggested
list price in effect at the time of Customer’s order.

1.12 “Ordering Activity" means a government entity authorized to
purchase under the applicable General Services Administration federal
supply schedule at the time an order is placed.

1.13 “Professional Services” means Symantec's commercially-
available professional services offerings, subject to the additional terms
and conditions of the Professional Services Terms Addendum in
Attachment 2.

1.14 “Services” means collectively, Professional
Business Critical Services and Managed Security Services.
115 “Subscription_Software” means Licensed Software licensed
on a non-perpetual (term-limited) basis, as set forth in the applicable
Addendum or Certificate.

1.16 “Symantec” means the licensor entity named above.

1. 17 “Territory” means the geographic area in which Customer is
authorized to purchase, install and use the Licensed Software. For
purposes of this Agreement, Customer’s Territory is: the United States or
any U.S. Government installation sites world-wide.

1.18 “Use _Level” means the license unit of measurement or model,
including operating system or machine tier limitation, if applicable, by
which Symantec measures, prices and sells the right to use a given
Licensed Software product, in effect at the time an order is placed, as
indicated in the applicable Addendum, Certificate or EULA, in that order
of precedence.

Services,

2. License Grant.

2.1 Except with respect to the limited assignability of Licensed Software
as set forth in Section 2.2 below, and notwithstanding any license rights
to the contrary in Section 8, Utilization Limitations of the applicable GSA
Schedule Contract, Symantec grants Customer, a non-exclusive, non-
transferable license in the Territory to use (and to allow Customer's

Ordering Activities to use) the Licensed Software in accordance with the

Documentation, solely in support of Customer's and Ordering Activities
internal business operations, in the quantities and at the Use Levels
purchased from Symantec. The term of each Licensed Software license
granted under this Agreement shall be perpetual, except for Subscription
Software, for which Customer purchases a term-limited license as set
forth in an applicable Addendum or Certificate. For archival purposes,
Customer may make a single uninstalled copy of the Licensed Software
and Documentation. All copies made pursuant to this section shall be
complete copies, and shall include all copyright, trademark, and other
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notices in the original. Customer may not otherwise copy the Licensed
Software or Documentation without Symantec’s prior written consent.

Customer or Ordering Activities may allow consultant(s) or outsourcer(s)
to use Customer's Licensed Software licenses to deliver dedicated
services to Customer or to an Ordering Activity , so long as such use is
consistent with Customer's own permitted scope of use, and is compliant
with the terms of this Agreement. Customer and Ordering Activity agree
that each is responsible for such third party access and use of the
Licensed Software, to the same extent as if such consultant(s),
outsourcer(s) or were Customer's employees.

If Customer purchases a Licensed Software license designated by
Symantec for home use (“Home Use"), where available, then Customer
may allow Customer's or an Ordering Activity's employee or dedicated
consultant to use one copy of such Licensed Software on his or her
personal home computer, provided such equipment is not owned or
provided by Customer or an Ordering Activity, and provided such
individual also has a computer licensed for such product at Customer's or
the Ordering Activity's offices, but only for so long as such individual
remains Customer’s or the Ordering Activity's employee or dedicated
consultant. The number of Home Use copies made and used cannot
exceed the number of Home Use licenses purchased.

Symantec retains all title, copyright and other proprietary rights in the
Licensed Software and Documentation, and in all copies, improvements,
enhancements, modifications and derivative works thereof, including
without limitation all patent, copyright, trade secret and trademark rights.
Customer’s rights to use the Licensed Software and Documentation shall
be limited to those expressly granted in this Agreement and the
applicable Addendum. All rights not expressly granted to Customer are
retained by Symantec.

Non-Software Products. For any non-software products purchased by
Customer under this Agreement, the terms and conditions for such
products shall be as set forth in the applicable Certificates. For the
avoidance of doubt, if an Ordering Activity places its order for non-
software products, then such Ordering Activity is deemed to have
reviewed and approved the applicable - Certificate. The Dell
Hardware/Appliance EULA is attached hereto as Attachment 3.

2.2 Customer may, based on its prime contract with a specific U.S.
Government agency, assign Licensed Software licenses to such U. S.
Government agency during the term of this Agreement. Customer must
complete a License Assignment Request form in the form required by
Symantec and otherwise comply with Symantec’s then-current License
Assignment Policy. Such assignment shall be at no additional cost to the
u.s. Government, except for  subsequent renewal  of
Maintenance/Support services, which the subject U.S. Government
agency may or may not elect to procure. If Customer has obtained
Maintenance/Support services in support of the Licensed Software, then
Customer shall assign the remainder of any associated
Maintenance/Support services to the U.S. Government agency to which
Customer assigns the Licensed Software. Any U.S. Government agency
to which Customer assigns Licensed Software and Maintenance/Support
services under this Section must agree in writing to be bound by the
terms and conditions of this Agreement. Certain purchasing Addenda
may limit Customer’s right to assign licenses purchased under and during
the term of such Addenda.

3. License Restrictions. Customer shall not, without Symantec’s prior
written consent, conduct, cause or permit the: (a) use, copying,
modification, rental, lease, sublease, sublicense, or transfer of the
Licensed Software or Documentation, except as expressly provided in
this Agreement; (b) creation of any derivative works based on the
Licensed Software or Documentation; (c) reverse engineering,
disassembly, or decompiling of the Licensed Software (except that
Customer may decompile the Licensed Software for the purposes of

interoperability only to the extent permitted by and subject to strict
compliance under applicable law); (d) use of the Licensed Software or
Documentation in connection with a service bureau or like activity
whereby Customer, without purchasing a service bureau license from
Symantec, operates or uses the Licensed Software or Documentation for
the benefit of a third party; or (e) use of the Licensed Software or
Documentation by any party other than Customer. In addition, Customer
shall only use the number and type of Licensed Software licenses for
which it has purchased an appropriate quantity and Use Level.

4. Orders. Customer may acquire copies of the Licensed Software,
Maintenance/Support, Professional Services, Business Critical Services
and/or Managed Security Services by submitting a Purchase Order to
Symantec or to a Symantec Authorized Reseller.

5. Delivery.

5.1 Delivery — Direct Orders to Symantec. Customer elects to receive
all Licensed Software via electronic download where available, and via
tangible format where electronic download is not available. Customer
acknowledges that Symantec may deliver upgrades and patches to
Licensed Software under Maintenance/Support using tangible media as
part of mass mailings. The terms of any physical delivery shall be F.O.B.
destination.

5.2 Delivery — Orders to Symantec Authorized Reseller, Symantec
shall not be responsible for delivery under terms other than those stated
in Section 5.1, notwithstanding that Customer and a Symantec
Authorized Reseller may negotiate other delivery terms.

6. Maintenance/Support. Customer may purchase
Maintenance/Support  for the applicable Licensed Software.
Maintenance/Support is provided and performed subject to Symantec’s
then-current policies and processes. Symantec may amend its Enterprise
Technical Support Policy from time to time in its sole discretion; provided,
however, that for a period of five (5) years from the Effective Date of this
Agreement, Symantec agrees that any such changes shall not
significantly degrade the material elements of the Maintenance/Support
plan offering provided to Customer. Substantive revisions of such
Maintenance/Support policies or processes shall apply to Customer only
when Maintenance/Support is renewed. Current Maintenance/Support
terms and conditions are available at
http:/'www.symantec com/business/support/support_policies jsp.

7.  Services.

(a) Professional Services. Customer may purchase Services, which are
provided and performed pursuant to the Professional Services Terms
Addendum in Attachment 1 and any applicable statement(s) of work.

(b) Business Critical Services. Customer may purchase such
Business Critical Services, which are provided and performed pursuant to
Attachment 3.

(c) Managed Security Services. Customer may purchase such
Managed Security Services, which are provided and performed pursuant
to Attachment 4.

8. Payment Terms; Taxes

8.1 Payment.

8.1.1 Payment Terms — Direct Orders to Symantec. Customer shall
pay all invoices according to the terms of the applicable GSA Schedule

Contract.

8.1.2 Payment Terms ~ Orders to Symantec Authorized Reseller.
For orders placed with a Symantec Authorized Reseller, payment shall be

in accordance with the terms and conditions negotiated between the
Symantec Authorized Reseller and the Customer.
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8.2 Taxes.

Taxes will not apply to charges for products or services directly paid for
by the Federal Government, if such exemption is allowed by the tax
jurisdiction in which the products or services are delivered.

9. Warranties.

9.1 Media. If Symantec provides Customer tangible media for
Licensed Software, Symantec warrants that the magnetic media upon
which the Licensed Software is recorded will not be defective under
normal use, for a period of ninety (90) days from delivery. Symantec will
replace any defective media returned to it within the warranty period at no
charge to Customer.

9.2 Licensed Software. Symantec warrants that the Licensed
Software, as delivered by Symantec and when used in accordance with
the Documentation, will substantially conform to the Documentation for a
period of ninety (90) days from delivery. If the Licensed Software does
not comply with this warranty and such non-compliance is reported by
Customer to Symantec within the ninety (90) day warranty period,
Symantec will do one of the following, selected at Symantec’s reasonable
discretion: either (a) repair the Licensed Software, (b) replace the
Licensed Software with software of substantially the same functionality,
(c) terminate the license and refund the relevant license fees paid for
such non-compliant Licensed Software, or (d) in the case of software
updates provided under Maintenance/Support, refund the relevant
Maintenance/Support fees. The above warranties specifically exclude
defects resulting from accident, abuse, unauthorized repair, modifications
or enhancements, or misapplication.

9.3 Maintenance/Support and Business Critical Services. Symantec
warrants, for a period of thirty (30) days from the date of performance of
Maintenance/Support, that such Maintenance/Support will be performed
in a manner consistent with generally accepted industry standards. For
Maintenance/Support not performed as warranted in this provision, and
provided Customer has reported such non-conformance to Symantec
within thity (30) days of performance of such non-conforming
Maintenance/Support, Symantec will, in its reasonable discretion either
correct any nonconforming Maintenance/Support or refund the relevant
fees paid for the nonconforming Maintenance/Support.

9.4 Professional Services and Managed Security Services.

(a) Professional Services. Symantec will provide the
Professional Services described in the Statement of Work (“SOW") in a
good and workmanlike manner and in accordance with generally
accepted industry standards.

(b) Managed Security Services. Unless otherwise specified in the
Managed Security Services Certificates attached hereto, the Managed
Security Service(s) will be performed in a good and workmanlike manner
and in accordance with: (a) generally accepted industry standards; and
(b) the service level warranties indicated in the applicable Managed
Security Service(s) Certificates.

9.5 Disclaimer _of Warranties;  Exclusive _Remedies. THE
WARRANTIES SET FORTH [N THIS SECTION 9 ARE EXCLUSIVE AND
IN LIEU OF ALL OTHER WARRANTIES, WHETHER EXPRESS OR
IMPLIED, CONCERNING THE LICENSED SOFTWARE AND RELATED
MAINTENANCE/SUPPORT. THE REMEDIES SET FORTH ABOVE IN
THIS SECTION 9 ARE CUSTOMER'S EXCLUSIVE REMEDY AND
SYMANTEC'S SOLE LIABILITY WITH RESPECT TO THE APPLICABLE
EXPRESS WARRANTIES SET FORTH ABOVE. TO THE MAXIMUM
EXTENT PERMITTED BY APPLICABLE LAW SYMANTEC EXPRESSLY
DISCLAIMS ALL OTHER WARRANTIES, INCLUDING ANY IMPLIED
WARRANTIES OF SATISFACTORY QUALITY, MERCHANTABILITY,
FITNESS FOR A PARTICULAR PURPOSE, AND STATUTORY OR
OTHER WARRANTIES OF NON-INFRINGEMENT OF INTELLECTUAL
PROPERTY RIGHTS WITH RESPECT TO THIS AGREEMENT AND
ITEMS OR ACTIVITIES CONTEMPLATED HEREUNDER. SYMANTEC
DOES NOT WARRANT THAT THE LICENSED SOFTWARE SHALL

MEET CUSTOMER'S REQUIREMENTS OR THAT USE OF THE
LICENSED SOFTWARE SHALL BE UNINTERRUPTED OR ERROR
FREE.

10. Intellectual Property Claims.

10.1 Symantec shall defend, indemnify and hold Customer harmless
from any claim asserting that the Licensed Software infringes any
intellectual property right of a third party, and shall pay any and all
damages finally awarded against the Customer by a court of final appeal,
or agreed to in settlement by Symantec and attributable to such claim.
Symantec's obligations under this provision are subject to Customer's
doing the following: notifying Symantec of the claim in writing, as soon as
Customer learns of it; providing Symantec all reasonable assistance and
information to enable Symantec to perform its duties under this Section.
Notwithstanding the foregoing, Customer, through the Attorney General,
acting by and through the attorneys of the US Department of Justice, may
participate at Customer's expense in the defense of any such claim.
Customer has the right to approve any settlement that affirmatively
places on Customer an obligation that has a material adverse effect on
Customer other than the obligations to cease using the affected Licensed
Software or to pay sums indemnified hereunder. Such approval will not
be unreasonably withheld. ’

10.2 If the Licensed Software is found to infringe, or if Symantec
determines in its sole opinion that it is likely to be found to infringe, then
Symantec shall either (a) obtain for Customer the right to continue to use
the Licensed Software; or (b) modify the Licensed Software so as to
make such Licensed Software non-infringing, or replace it with a non-
infringing equivalent substantially comparable in functionality in which
case Customer shall stop using any infringing version of the Licensed
Software, or (if Symantec determines in its sole opinion that (a) and/or (b)
are not commercially reasonable), (c) terminate Customer's rights and
Symantec’s obligations under this Agreement with respect to such
Licensed Software, and refund to Customer the license fee paid for the
relevant Licensed Software, and provide a pro-rated refund of any
unused, prepaid Maintenance/Support fees paid by Customer for the
applicable Licensed Software.

10.3  Notwithstanding the above, Symantec will have no liability for any
infringement claim to the extent that it is based upon: (a) modification of
the Software other than by Symantec; (b) combination, use, or operation
of the Licensed Software with products not specifically authorized by
Symantec to be combined with the Software as indicated in the
Documentation; (c) use of the Licensed Software other than in
accordance with the Documentation and this Agreement; or (d)
Customer's continued use of infringing Licensed Software after Symantec,
for no additional charge, supplies or offers to supply modified or
replacement non-infringing Licensed Software as contemplated under
10.2(b) above.

THIS SECTION 10 STATES CUSTOMER'S SOLE AND EXCLUSIVE
REMEDY AND SYMANTEC'S SOLE AND EXCLUSIVE LIABILITY
REGARDING INFRINGEMENT OR MISAPPROPRIATION OF ANY
INTELLECTUAL PROPERTY RIGHTS OF A THIRD PARTY.

1. LIMITATION OF LIABILITY. EXCEPT AS LIMITED BY
APPLICABLE LAW, THE FOLLOWING  SHALL  APPLY
NOTWITHSTANDING THE FAILURE OF THE ESSENTIAL PURPOSE
OF ANY LIMITED REMEDY AND REGARDLESS OF THE LEGAL
BASIS FOR A CLAIM: IN NO EVENT SHALL EITHER PARTY BE
LIABLE TO THE OTHER PARTY OR TO ANY PERSON FOR (i) ANY
COSTS OF PROCUREMENT OF SUBSTITUTE OR REPLACEMENT
GOODS AND SERVICES, LOSS OF PROFITS, LOSS OF USE, LOSS
OF OR CORRUPTION TO DATA, BUSINESS INTERRUPTION, LOSS
OF PRODUCTION, LOSS OF REVENUES, LOSS OF CONTRACTS,
LOSS OF GOODWILL, OR ANTICIPATED SAVINGS OR WASTED
MANAGEMENT AND STAFF TIME; OR (i) ANY SPECIAL,
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CONSEQUENTIAL, INCIDENTAL OR INDIRECT DAMAGES WHETHER
ARISING DIRECTLY OR INDIRECTLY OUT OF THIS AGREEMENT.

THE FOREGOING SHALL APPLY EVEN IF (SUCH PARTY, ITS
RESELLERS, SUPPLIERS OR ITS AGENTS HAS BEEN ADVISED OF
THE POSSIBILITY OF SUCH DAMAGES. EXCEPT FOR LIABILTY
ARISING FROM SYMANTEC'S OBLIGATIONS UNDER SECTION 10
(INTELLECTUAL PROPERTY CLAIMS), OR LIABILITY ARISING FROM
BREACH OF SECTION 12 (CONFIDENTIALITY) OR FROM
CUSTOMER'S BREACH OF (TS PERMITTED SCOPE OF
AUTHORIZED USE UNDER THIS AGREEMENT, AND REGARDLESS
OF THE LEGAL BASIS FOR THE CLAIM, EACH PARTY'S MAXIMUM
LIABILITY UNDER THIS AGREEMENT SHALL NOT EXCEED THE
FEES PAID OR OWED FOR THE LICENSED SOFTWARE,
MAINTENANCE/SUPPORT SERVICES OR HARDWARE GIVING RISE
TO THE CLAIM. NOTHING IN THIS AGREEMENT SHALL EXCLUDE
OR LIMIT A PARTY'S LIABILITY FOR ANY LIABILITY WHICH CANNOT
BE EXCLUDED OR LIMITED BY LAW. This Section 11, “Limitation of
Liability”, shall not impair the U.S. Government’s right to recover for fraud
or crimes arising out of or related to this Contract under any federal fraud
statute, including the False Claims Act, 31 US.C. §§ 3729-3733.
Furthermore, this clause shall not impair nor prejudice the U.S.
Government's right to EXPRESS remedies provided in the applicable
Schedule Contract (i.e. clause 552.238-72 — Price Reductions, clause
52.212-4(h) - Patent Indemnification, Liability for Injury or Damage
(Section 3 of the Price List), and GSAR 552.215-72 — Price Adjustment —
Failure to Provide Accurate Information).

12. Confidentiality.

12.1 "Confidential Information” means the non-public information
that is exchanged between the parties, provided that such information is:
(a) identified as confidential at the time of disclosure by the disclosing
party (“Discloser”), or (b) disclosed under circumstances that would
indicate to a reasonable person that the information ought to be treated
as confidential by the party receiving such information (“Recipient”). A
Recipient may use the Confidential Information that it receives from the
other party solely for the purpose of performing activities contemplated
under this Agreement ("Purpose”). For a period of five (5) years following
the applicable date of disclosure of any Confidential Information, a
Recipient shall hold the Confidential Information in confidence and not
disclose the Confidential Information to any third party. A Recipient shall
protect the Confidential Information by using the same degree of care,
but no less than a reasonable degree of care, to prevent the unauthorized
use, dissemination or publication of the Confidential Information as the
Recipient uses to protect its own confidential information of a like nature.
The Recipient may disclose the Confidential Information to agents and
independent contractors with a need to know in order to fulfill the Purpose
who have signed a nondisclosure agreement at least as protective of the
Discloser’s rights as this Agreement.

12.2 This provision imposes no obligation upon a Recipient with
respect to Confidential Information which: (a) is or becomes public
knowledge through no fault of the Recipient; (b) was in the Recipient's
possession before receipt from the Discloser and was not subject to a
duty of confidentiality; (c) is rightfully received by the Recipient without
any duty of confidentiality; (d) is disclosed generally to a third party by the
Discloser without a duty of confidentiality on the third party; or (e) is
independently developed by the Recipient without use of the Confidential
Information. The Recipient may disclose the Discloser's Confidential
Information as required by law or court order provided: (i) the Recipient
promptly notifies the Discloser in writing of the requirement for disclosure;
and (ii) discloses only as much of the Confidential Information as is
required. The Recipient's obligations with respect to the Confidential
Information hereunder will survive any termination of the Agreement.
Upon request from the Discloser or upon termination of the Agreement
the Recipient shall return to the Discloser all Confidential Information and
all copies, notes, summaries or extracts thereof or certify destruction of

the same, except information that qualifies as a "Government Record”
under the Federal Records Act (44 USC 3301).

123 Each party will retain all right, title and interest to such party’s
Confidential Information. Neither party to this Agreement acquires any
patent, copyright or other intellectual property rights or any other rights or

‘licenses under this Agreement except the limited right to use for

fulfillment of the Purpose, as set forth in section 12.1 above. Nothing in
this provision shall be construed to preclude either party from developing,
using, marketing, licensing, and/or selling any product or service that is
developed without use of the Confidential Information.

13. Verification. Except where prohibited by applicable federal
law or security regulations, Customer or Ordering Activity as
appropriate, agrees to keep accurate business records relating to its
use and deployment of the Licensed Software. Upon thirty (30) days
prior written notice, Customer agrees to provide Symantec written
reports related to Customer's use of the Licensed Software to verify
Customer's compliance with its obligations under this Agreement.
Such report shall include, at a minimum, the product name (including
any options, agents and extensions), version number, quantity of each
product, and the operating system/platform, hardware model, Host 1D
and street address location of the Designated Computer on each such
copy is installed. In the event that Customer fails to provide reports
acceptable to Symantec; once annually, Symantec may verify
Customer’s compliance with this Agreement by reviewing (upon five (5)
business days’ prior written notice) Customer's use and deployment of
the Licensed Software. Either Symantec or an independent public
accounting firm reasonably acceptable to both parties shall perform the
audit during Customer’s regular business hours with minimal disruption
to Customer's ongoing business operations and adherence to any
security measures the Customer deems appropriate, including any
requirements under Federal security regulations that may require
personnel clearances prior to accessing sensitive information or
facilities. Any nondisclosure agreement Customer may require the
independent public accounting firm to execute shall not prevent
disclosure of the audit results to Symantec.  All audits shall be subject
to Customer’s reasonable safety and security policies and procedures.
In the event unauthorized deployments of Symantec products are
disclosed by the audit, Symantec will submit a claim to the contracting
officer of the Customer or relevant Ordering Activity.

14. Term and Termination.

141 Termm. Unless terminated as set forth in the applicable GSA
Schedule Contract, these Master Terms shall continue indefinitely, and
each Addendum shall continue for the term set forth in such Addendum.

14.2  Termination.

The provisions of this Agreement regarding confidentiality, restrictions on
use of intellectual property, limitations on liability and disclaimers of
warranties and damages, audit, and Customer's payment obligations
accrued prior to termination, shall survive any termination. The license
grants for Licensed Software and terms regarding Maintenance/Support
purchased prior to termination shall survive such termination.

15. General

151  Governing Law; Severability; Waiver. This Agreement shall be
governed by and construed in accordance with the laws of the United

States. Such application of law excludes any provisions of the United
Nations Convention on Contracts for the International Sale of Goods,
including any amendments thereto, and without regard to principles of
conflicts of law. If any provision of this Agreement is found partly or
wholly illegal or unenforceable, such provision shall be enforced to the
maximum extent permissible, and the legality and enforceability of the
other provisions of this Agreement shall remain in full force and effect. A
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waiver of any breach or default under this Agreement shall not constitute
a waiver of any other right for subsequent breach or default.

15.2 Assignment. Except with respect to the Licensed Software as set
forth in Section 2.2 above, and subject to FAR 42.12 (Novation and
Change of Name Agreements and its successor regulations), neither
party may assign this Agreement, in whole or in part and whether by
operation of contract, law or otherwise, without the other party's prior
written consent. Such consent shall not be unreasonably withheld or
delayed. For purposes of this provision, a change of control shall
constitute an assignment. Notwithstanding the foregoing, either party may,
upon written notice to the non-assigning party, (i) assign this Agreement
to a successor in interest to all or substantially all of its assets, whether
by sale, merger, or otherwise, (i) assign this Agreement to a parent
company; or (iii) assign this Agreement to a wholly-owned subsidiary. All
terms and conditions of the Agreement shall be binding upon any
assignee hereunder; assignee's acceptance of these terms shall be
evidenced by its performance hereunder.

15.3  Export. Customer acknowledges that the Licensed Software and
related technical data and services (collectively “"Controlled
Technology") may be subject to the import and export laws of the United
States, specifically the U.S. Export Administration Regulations (EAR),
and the laws of any country where Controlled Technology is imported or
re-exported. Customer agrees to comply with all relevant laws and will
not to export or re-export any Controlled Technology in contravention to
U.S. law, nor to any prohibited country, entity, or person for which an
export license or other governmental approval is required. All Controlled
Technology is prohibited for export or re-export to Cuba, North Korea,
Iran, Syria and Sudan and to any country subject to relevant trade
sanctions. Customer hereby agrees that it will not export, re-export or sell
any Controlled Technology for use in connection with chemical, biclogical,
or nuclear weapons, or missiles, drones or space launch vehicles
capable of delivering such weapons.

154  Government Rights. The Licensed Software and Documentation
are deemed to be commercial computer software as defined in FAR Part
12 and its successor regulations, and subject to restricted rights as
defined in FAR Section 52.227-19 "Commercial Computer Software -
Restricted Rights” and DFARS 227.7202, “Rights in Commercial
Computer Software or Commercial Computer Software Documentation”,
as applicable, and any successor regulations. Any use, modification,
reproduction release, performance, display or disclosure of the Licensed
Software and Documentation by the Govermnment shall be solely in
accordance with the terms of this Agreement.

15.5 Entire Agreement.  Any subsequent modifications to this
Agreement shall be made in writing and must be duly signed by
authorized representatives of both parties or they shall be void and of no
effect. Unless an Ordering Activity and Symantec negotiate alternative
terms, this Agreement prevails.

15.6  Force Majeure. Each party shall be excused from performance
(other than payment obligations) for any period during which, and to the
extent that, it is prevented from performing any obligation or service, in
whole or in part, due to unforeseen circumstances or to causes beyond
such party's reasonable control, including but not limited to acts of God,
war, terrorism, riot, embargoes, acts of civil or military authorities, fire,
floods, accidents, strikes, regulatory requirements or shortages of
transportation, facilities, fuel, energy, labor or materials.

16.7 Notices. All notices required to be sent hereunder shall be in
writing addressed to the relevant Contracting Officer or to Symantec’s
corporate headquarters, with a simultaneous cc: to the attention of
Symantec’s Legal Department/General Counsel. Notices shall be
effective upon receipt, and shall be deemed to have been received as
follows: (a) if perscnally delivered by courier, when delivered; (b) if
mailed by first class mail, on the fifth business day after deposit in the

(¥} Symantec.

mail with the proper address; or (c) if by certified mail, return receipt
requested, on the date received.

15.8  Signatures. Facsimile signatures and signed facsimile copies of
this Agreement, its Addenda, attachments and exhibits shall legally bind
the parties to the same extent as originals. This Agreement with its
accompanying Addendum/Addenda may be executed in multiple
counterparts all of which taken together shall constitute one single
agreement between the parties. The signatories hereto represent that
they are duly authorized to sign this Agreement on behalf of their
respective companies.

15.9 Subcontractors. Symantec may assign the Service(s)
(Maintenance/Support, Business Critical Services or Managed Security
Services) or any part thereof, and may additionally subcontract the
Agreement and / or Service(s), provided that it remains responsible for
any subcontractors performing on its behalf.

Attachment 1 — Professional Services Addendum

Attachment 2 — Hardware Warranty Agreement (Symantec
8160/8360/8380)

Attachment 3 - Business Critical Services
Attachment 4 — Managed Security Services
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ATTACHMENT 1

PROFESSIONAL SERVICES TERMS ADDENDUM

1.Statements of Work (a) During the Term (as defined in Section 2 below) Symantec and Customer (including Ordering Activity) may agree upon a
written statement of work, quote/order form, or certificate under this Addendum (“SOW?), that may include descriptions of services to be performed by
Symantec (“Professional Services”) and deliverables (“Deliverables”) to be provided by Symantec, fees, duration and renewal of the Professional
Services, and other responsibilities undertaken by Customer and/or Symantec. Certain Professional Services may require software, hardware and
associated documentation to be separately provided by Symantec as part of the Service (“Service Components”). This Addendum will control in the
event of any conflict with a SOW, unless otherwise specified in the SOW. However, the SOW may contain terms and conditions specific to the
applicable Professional Services ordered which terms will have no effect on other SOWs.

2. Term; Termination. “Term” means the applicable effective period of this Addendum and/or of Professional Services under a Purchase Order
or SOW. The Term of this Addendum will begin on the Effective Date and continue until termination. The Term for any Professiona! Services provided
under this Addendum, which may include an initial set-up period, will be as set forth in the applicable Purchase Order or SOW and may be extended
by mutual agreement of the parties. . This Addendum and/or a SOW may be terminated in accordance with the terms of the applicable GSA
Schedule contract.

3. The Purchase Order issued by the Ordering Activity shall include any additional terms and conditions negotiated between Symantec and the
Ordering Activity regarding payment for Professional Services fees, travel and living expenses incurred in the course of performance and reseller fees.

4, Rights in Deliverables.

(a) Ownership Rights. Subject to Symantec’s rights in Symantec Information and Symantec Derivative Work as each are defined below, all
Deliverables created specifically for and provided to Customer by Symantec under an SOW will, upon final payment, become the property of Customer
for Customer’s internal business purposes. Any inventions, designs, intellectual property or other derivative works of Symantec Information, will vest in
and be the exclusive property of Symantec (“Symantec Derivative Work”). Any inventions, designs, intellectual property or other derivative works of
Customer Information (as defined below) will vest in and be the exclusive property of Customer (“Customer Derivative Work”).

(b) Pre-Existing Work. Any pre-existing proprietary or Confidential Information of Symantec or its licensors used to perform the Professional
Services, or included in any Deliverable, including, but not limited to Service Components, software, appliances, methodologies, code, templates, tools,
policies, records, working papers, know-how, data or other intellectual property, written or otherwise, including Derivative Works will remain the
exclusive property of Symantec and its licensors (collectively, “Symantec Information”). Any Customer pre-existing information, including but not
limited to any Customer proprietary and Confidential Information provided to Symantec by Customer will remain the exclusive property of Customer or
its licensors (“Customer Information”). For the purposes of this Addendum, Symantec Information and Customer Information will be deemed
Confidential Information.

{c) Retention. Customer acknowledges that Symantec provides similar services to other customers and that nothing in this Addendum or a SOW
will be construed to prevent Symantec from carrying on such business. Customer acknowledges that Symantec may at its sole discretion develop, use,
market, distribute and license substantially similar Deliverables. Notwithstanding the preceding sentence, Symantec agrees that it will not market or
distribute any Deliverables that include the Confidential Information of Customer.

(d) License Grant. In consideration of Customer's payment of applicable Fees, Symantec grants Customer a limited, non-exclusive, non-
transferable license, to access and use, in accordance with the SOW and solely for Customer's internal business purposes: (i) Symantec Information,
to the extent such information is necessary to utilize the Professional Services or incorporated into any Deliverable; and (ii) Service Components in the
format provided by Symantec, for use on systems under Customer's control, solely in connection with the Professional Services for which such Service
Components are provided.

{e) License Restrictions. Customer will not act to infringe the intellectual property rights of Symantec or its licensors, including Symantec
Information. Other than as expressly permitted under this Addendum or applicable law, Customer will not copy, sublicense, sell, rent, lease or
otherwise distribute Symantec Information, or permit either direct or indirect use of Symantec Information by any third party. Customer will not modify,
reverse engineer, disassemble, decompile, or create derivative works of Symantec Information, or otherwise attempt to build a competitive product or
service using Symantec Information. Notwithstanding the foregoing, the license grant set forth above may be further limited as set forth in any
applicable SOW.

{f) In the event that Customer, based on its prime contract with the U.S. Government, requires that data from analysis tasks performed under a
SOW be transferable to a specific U.S. Government agency, then Customer shall identify the prime contract number and the U.S. Government Agency
in that SOW. Symantec will allow the transfer request to the specified U.S. Government Agency under the prime contract number identified in the
SOW. The rights in technical data transferred to the U.S. Government under the prime contract number identified in a SOW are set forth in Section (g)
below. This provision will only apply to an Ordering Activity if the parties so state in an applicable SOW with such Ordering Activity.

(g) Government Rights. The data resulting from analysis tasks performed under an applicable SOW are deemed to be Commercial ltems as
defined in FAR Part 12 and its successor regulations, subject to restricted rights as defined in DFARS 252.227-7015, *Technical Data ~ Commercial
ltems”, and any successor regulations. Any use, modification, reproduction release, performance, display or disclosure of such data by the U.S.
Government agency identified in the applicable SOW shall be solely in accordance with the terms of this Agreement.

5. Intellectual Property Indemnification.

a) To the extent the Addendum includes provisions providing an express intellectual property indemnity for Licensed Software, such provision(s) are
supplemented to add the Deliverables to the scope of the parties’ obligations under such indemnification provisions, to the same extent as for such
Licensed Software. Where Customer’s use of the Deliverables is terminated pursuant to such provisions, the Deliverables shall be returned to
Symantec and Symantec’s sole liability, in addition to its indemnification obligations herein, shall be to refund to Customer the fees paid to Symantec
for the relevant Services or portion thereof.

b) In the event that any willful misconduct or grossly negligent act or omission of a Party or its employees during the performance of Professional
Services on Customer's premises causes or results in the (i) loss, damage to or destruction of physical property of the other Party or third parties,
and/or (i) death or injury to any person, then such Party will indemnify, defend and hold the Party harmiess from and against any and all resuiting
claims, damages, liabilities, costs and expenses (including reasonable attorney’s fees), subject to the Limitation of Liability of the Master Agreement,
as supplemented below.

6. Non-Solicitation. During the Term of any applicable SOW, and for a period of one (1) year thereafter, neither Party will actively solicit for hire,
nor knowingly allow its employees to solicit for hire, any employee of either Party associated with the performance of Professional Services under the
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applicable SOW without the prior written consent of the other Party. This provision will in no way restrict the right of either Party to solicit generally in
the media for required personnel, and will not restrict employees, contractors, or representatives of either Party from pursuing on their own initiative
employment opportunities from or with the other Party. In the event a Party violates this provision, the Parties may mutually agree to liquidated
damages.

7. Data Privacy. For the purpose of providing Professional Services pursuant to this Addendum, Symantec will require Customer to supply certain
personal information e.g. business contact names, business telephone numbers, business e-mail addresses. Customer acknowledges that Symantec
is a global organization, and such personal information may be accessible on a global basis by Symantec affiliates or Symantec partners and
subcontractors, including in countries that may have less protective data protection laws than the country in which Customer is located. By providing
such personal information, Customer consents to Symantec using, transferring and processing this information on a global basis for the use described
above. For any question regarding the use of personal information, Customer may contact Symantec Corporation - Privacy Lead, 350 Ellis Street, PO
Box 7011, Mountain View, CA 94043, U.S.A. Telephone 650-527-8000 Email: privacy@symantec.com,

8. Miscellaneous. (a) While on Customer's premises, Symantec will ensure that its personnel follow all reasonable instructions, as such are provided
to Symantec prior to the performance of the Professional Services. (b) Symantec is an independent contractor and will not be deemed an employee or
agent of Customer. (¢) Symantec has the right to subcontract the performance of the Professional Services to third parties, provided that Symantec
remains responsible for the contractual obligations according to this Addendum and any SOW,
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Hardware Appliance Warranty
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Attachment 2
Hardware Appliance Warranty

1. HARDWARE/SOFTWARE. The hardware (“Hardware”) that accompanies this Warranty Agreemient is to be used only with the Licensed
Software. “Licensed Software” means the Symantec software product, in object code form, that is pre-loaded, pre-installed, or included as a media kit
accompanying the Hardware, including any documentation provided with such software. You may not use the Licensed Software unless You have
purchased a separate license for such Licensed Software. Your use of the Licensed Software shall comply with the terms and conditions of the
Master License Agreement that has been accepted as part of the applicable GSA Schedule contract and the License Instrument applicable for such
Licensed Software. “License Instrument’ means one or more of the following applicable documents which further defines Your license rights to the
Licensed Software: a Symantec license certificate or a similar license document issued by Symantec, or a written agreement between You and
Symantec, that accompanies, precedes or follows the Master License Agreement for the Licensed Software.

2. OWNERSHIP. The Licensed Software is the proprietary property of Symantec or its licensors and is protected by copyright law. Symantec
and its licensors retain any and all rights, title and interest in and to the Licensed Software, including in all copies, improvements, enhancements,
meodifications and derivative works of the Licensed Software. Your rights to use the Licensed Software shall be limited to those expressly granted in
this Warranty Agreement. All rights not expressly granted to You are retained by Symantec and/or its licensors.

3. GEOGRAPHIC USE LOCATION. Prior to using the Hardware, You must register a service tag for such Hardware in the location You intend
to use the Hardware (*Geographic Use Location”). In the event You wish to change Your Geographic Use Location, You must re-register the Hardware
using the tag transfer process located at http://www. symantec com/business/support/contact techsupp staticisp. Any change to the Geographic Use
Location and/or any service request which requires Symantec to obtain additional infermation and/or validate information to acknowledge and approve
warranty service entittements may result in a delay in providing such warranty service entitlements.

4. LIMITED WARRANTY. Symantec warrants that the Hardware shall be free from defects in material and workmanship under normal
authorized use and service and will substantially conform to the written documentation accompanying the Hardware for the applicable Warranty Period
(defined in this Section 4) and as specified at the time of original purchase and in the packing slip documentation accompanying Your Hardware. The
standard warranty period is three (3) years from the date of original purchase of the Hardware (“Standard Warranty Period”). However, if at time of
original purchase You acquired extended warranty, as indicated in the packing slip documentation accompanying Your Hardware, the Hardware shall
be warranted for a period of up to five (5) years from the date of original purchase (“Extended Warranty Period”). “Standard Warranty Period” and
“Extended Warranty Period” shall collectively be referred to as “Warranty Period”. Upon confirmation of a defect or failure of a Hardware, or
component thereof, to perform as warranted in this Section 4, and depending on the then-current Geographic Use Location of the Hardware, Your sole
and exclusive remedy for defective Hardware, or component thereof, if notified within the Warranty Period, shall be for Symantec, at its sole option and
discretion, to:

(iy repair or replace the defective Hardware, or component thereof, with either a new or refurbished replacement Hardware, or component
thereof, as applicable;

(if) provide onsite repair services for any defective Hardware, or component thereof; or

(iit) repair or replace any defective Hardware returned to Symantec through Symantec’s Returned Merchandise Authorization Services process
for Hardware.

All defective Hardware, or component thereof, which has been replaced, shall become the property of Symantec. All defective Hardware, or
component thereof, which has been repaired shall remain Your property. EXCEPT FOR THE SPECIFIC WARRANTIES OR REMEDIES SET FORTH
UNDER THE APPLICABLE GSA SCHEDULE, THE FOREGOING IS YOUR SOLE AND EXCLUSIVE REMEDY, AND SYMANTEC’S SOLE AND
EXCLUSIVE LIABILITY FOR SYMANTEC’S BREACH OF THIS LIMTED WARRANTY.

5. LIMITED HARDWARE WARRANTY SUPPORT SERVICES. During the Warranty Period, warranty support services will be provided in
accordance with (i) the service procedures identified by Symantec in Section 7, below, and (i) the then-current Symantec Enterprise Technical
Support Policy in accordance with Section 6 (Maintenance/Support) of the Agreement

The Geographic Use Location of the Hardware will determine whether You are entitled to either warranty service consisting of (a) Next Business Day
Service, (b) Same Day Service or (c) Return Merchandize Authorization Services as detailed below in this Section 5. Upon discovery of any failure of
the Hardware, or component thereof, during the Warranty Period, the following options are available to You.

A.  Next Business Day Service. You may initiate a request for next business day onsite repair services if You have purchased such services
as part of Your warranty support. A service technician will, in most cases, be dispatched to arrive at Your location for onsite repair services
on the next business day; Monday through Friday 8:00 AM to 6:00 PM local time, excluding regularly observed holidays. If the service
technician is dispatched for onsite repair services after 5:00 PM local time, the service technician may take additional business day(s) to
arrive at Your Geographic Use Location.

B. Same Day Service. If You have purchased the optional same day service upgrade, then for an additional fee and if offered in the then
current Geographic Use Location, You may initiate a request for same day onsite services. A service technician will, in most cases, be
dispatched to arrive at Your location for onsite service within the same day after dispatch, twenty-four (24) hours a day, seven (7) days a
week (including holidays), provided the service location is between one hundred twenty-five (125) miles from the nearest parts stocking
location.

C. Return Merchandise Authorization Process. In the event Symantec does not have Next Business Day Service, or Same Day Service
available in Your then current Geographic Use Location or, if, Symantec determines in its sole discretion that Next Business Day, or Same
Day Service may not be appropriate You are required to contact Symantec within ten (10) days after such failure and seek a return material
authorization ("RMA") number. Symantec will promptly issue the requested RMA as long as Symantec determines that You meet the
conditions for warranty service. The allegedly defective Hardware, or component thereof, shail be returned to Symantec, securely and
properly packaged, freight and insurance prepaid, with the RMA number prominently displayed on the exterior of the shipment packaging
and with the Hardware. Symantec will have no obligation to accept any Hardware which is returned without an RMA number. Symantec
reserves the right, in its sole option, to repair or replace defective Hardware, or component thereof.  With respect to a return of defective
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Hardware, or component thereof, Symantec and Customer or Ordering Activity will negotiate mutually agreeable transportation or other
direct costs. With respect to a return of functional Hardware, or return of Hardware ordered in error by Customer, Customer will pay any
transportation costs. Any credits are subject to Symantec’s then-current RMA (Return Materials Authorization) policies/process.

6. SERVICE PARTS INSTALLATION. Regardless of the service response level purchased, some component parts are specifically designed for
easy removal and replacement by You: such parts are designated as Customer Seif Replaceable ("CSR”). If during the troubleshooting and diagnosis,
the Symantec technical support analyst determines that the repair can be accomplished with a CSR designated part, Symantec will ship the CSR
designated part directly to You. CSR parts fall into two categories:

(A) Optional CSR parts. Optional CSR parts are designed for simple installation by You; however, depending on the type of service that was
purchased with the Supported Product, Symantec may provide an onsite technician to replace the parts.

(B) Mandatory CSR parts. Mandatory CSR parts are designed for simple installation by You and Symantec does not provide installation labor
services to install Mandatory CSR parts. If You request that Symantec and/or the Symantec Authorized Reseller replace these parts, You
will be charged a fee for this service.

7.  HARDWARE WARRANTY SERVICE PREQUISITES. IN ORDER TO EXERCISE ANY OF THE WARRANTY RIGHTS CONTAINED IN THIS
WARRANTY AGREEMENT, YOU MUST COMPLY WITH THE FOLLOWING PROCEDURES:

(A) have available an original sales receipt or bill of sale demonstrating proof of purchase with Your warranty claim;

(B) separately procure and maintain during the entire Warranty Period, an active maintenance contract for the Licensed Software, as designated by
Symantec and corresponding support (“Software Support and Maintenance”);

(C)  identify for Symantec the then current Geographic Use Location for the Hardware, in accordance with Symantec's requirements.

(D)  Prepare for the Call. You must have the following information and materials ready when You call the technician: Your system's invoice and serial
numbers; the then current Geographic Use Location service tag number for the Hardware; model and model numbers; the current version of the
operating environment You are using; and the brand names and models of any peripheral devices (such as a mouse and/or keyboard) You are using.

(E) Call For Assistance. For warranty service and support call the support telephone numbers provided upon purchase of Your Software Support
and Maintenance.

(F) Explain Your Problem to the Technician. Now You are ready to describe the problem You are having with Hardware. Let the technician know
what error message You are getting and when it occurs; what You were doing when the error occurred; and what steps You may have already taken-
to solve the problem.

(G) Cooperate with the Technician. Experience shows that most system problems and errors can be corrected over the phone as a result of close
cooperation between the user and the technician. Listen carefully to the technician and follow the technician’s directions.

(H) Software/Data Backup. If the technician is unable to resolve the problem over the phone and determines that onsite support services as
identified in Section 5, above, is necessary, the following standard procedure applies:

Software/Data Backup. You understand and agree that Symantec and its licensors are not responsible for any loss of software or data. You should
back up the software and data on the hard disk drive of Your Hardware and on any other storage device(s) in the Hardware.

8. HARDWARE WARRANTY SERVICE RESTRICTIONS/EXCLUSIONS. The warranties contained in this Warranty Agreement will not apply
to any-Hardware which:

a) has been altered, supplemented, upgraded or modified in any way not authorized by Symantec;
b) has been repaired except by Symantec or its designee;

Additionally, the warranties contained in this Warranty Agreement do not apply to repair or replacement caused or necessitated by: (i} events occurring
after risk of loss passes to You such as loss or damage during shipment; (i) acts of God including without limitation natural acts such as fire, flood,
wind earthquake, lightning, or similar disaster; (iii) improper use, environment, installation or electrical supply, improper maintenance, or any other
misuse, abuse or mishandling (such as, but not limited to, use of incorrect line voltages, use of incorrect fuses, use of incompatible, defective, or
inferior devices, supplies, or accessories, improper or insufficient ventilation, or failure to follow operating instructions) by anyone other than Symantec
(or its representatives), (iv) governmental actions or inactions; (v) strikes or work stoppages; (vi) Your failure to follow applicable use or operations
instructions or manuals; (vii) Your failure to implement, or to allow Symantec or its designee to implement, any corrections or modifications to the
Hardware made available to You by Symantec; (viii) the moving of the Hardware from one Geographic Use Location to ancther or from one entity to
another or (ix) such other events outside Symantec’s reasonable control.

9. WARRANTY DISCLAIMERS. TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, AND EXCEPT TO THE EXTENT THIS
WARRANTY DISCLAIMER CONFLICTS WITH ANY WARRANTIES EXPRESSLY STATED IN THE APPLICABLE GSA SCHEDULE, THE
WARRANTIES SET FORTH IN SECTION 4 ARE YOUR EXCLUSIVE WARRANTIES AND ARE IN LIEU OF ALL OTHER WARRANTIES,
WHETHER EXPRESS OR IMPLIED, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY,
SATISFACTORY QUALITY, FITNESS FOR A PARTICULAR PURPOSE, AND NONINFRINGEMENT OF INTELLECTUAL PROPERTY RIGHTS.
SYMANTEC MAKES NO WARRANTIES OR REPRESENTATIONS THAT THE HARDWARE WILL MEET YOUR REQUIREMENTS OR THAT
OPERATION OR USE OF THE HARDWARE WILL BE UNINTERRUPTED OR ERROR-FREE. YOU MAY HAVE OTHER WARRANTY RIGHTS,
WHICH MAY VARY FROM STATE TO STATE AND COUNTRY TO COUNTRY.

10. GENERAL

10.1. COMPLIANCE WITH APPLICABLE LAW. You are solely responsible for Your compliance with, and You agree to comply with, all applicable
laws, rules, and regulations in connection with Your use of the Hardware.

10.2. INTERNATIONAL COMMERCE TERMS (INCOTERMS): Delivery of alt items shall be in accordance with the Agreement.
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Attachment 3
Business Critical Services

BUSINESS CRITICAL ADVANCED ACCESS
BUSINESS CRITICAL NATIONAL PACKAGE

BUSINESS CRITICAL SERVICES DATACENTER PACKAGE

BUSINESS CRITICAL SERVICES REMOTE PRODUCT SPECIALIST

BUSINESS CRITICAL SERVICES - CLEARED SUPPORT/VERIFIED SUPPORT
Symantec DeepSight Early Warning Services Certificate - Silver, Gold, and Platinum
Services

Symantec DeepSight Early Warning Services Certificate - DeepSight Early Warning
Services Starter Pack, DeepSight Early Warning Services Advanced Pack, DeepSight
Early Warning Services Add-on to MSS and DeepSight DataFeeds Early Warning
Services User Add-on Services
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Attachment 3
Business Critical Services

Where the terms of the following Business Critical Services Certificates issued separately to the Customer conflict with the terms of the Attachment 3
Certificates, the terms of the following Certificates shall control for each respective Business Critical Services support offering:
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Business Critical Advanced Access

BCS-AA Offering: Commencing on the issue date set forth on the face of this Certificate, Symantec will provide to Licensee BCS-AA for
the Product Family/Families (as defined below) listed on the face of this Certificate, under the terms and conditions listed below, until the
end date set forth on the face of the Certificate.

Product Family: The following URL www.symantec.com/techsupplenterprise/bes/besadvanced.htmi fists, by Product Family, the
underlying Symantec software products (“Software”) eligible for coverage under BCS-AA. Licensee acknowledges that BCS-AA only applies
to Software under the specific Product Family for which Licensee has purchased BCS-AA and that the list of Software may be revised and
updated by Symantec from time to time without notice to Licensee. If additional Symantec software is added to the list of Software after the
issue date set forth on the face of the Certificate, for the Product Family covered under this Certificate, no additional BCS-AA fee shall apply
for BCS-AA coverage of such additional Software.

BCS-AA Services: BCS-AA for each Product Family purchased by Licensee consists of the following services. Such services will be
provided during each annual term for applicable Eligible Software: (i) priority call queuing; (ii) direct access to a Senior Symantec Technical
Services Engineers for Severity 1 and Severity 2 Cases; (iif) access to the Business Critical Services website.; and (iv) unlimited number of
Designated Contacts per Product Family. Delivery of BCS-AA services is in English.

Renewal Term; Fees for Renewal Term. Unless otherwise terminated, Licensee’s annual subscription for BCS-AA may be renewed for
additional periods of twelve (12) months each (each, a “Renewal Term”), subject to general availability of BCS-AA on the applicable GSA
price list and subject to Licensee’s satisfaction of all requirements set forth in this Certificate. If Licensee purchases the Renewal Term
through a Symantec authorized reseller, then the amount of fees for Licensee’s Renewal Term and payment terms will be those fees and
terms that are separately arranged between Licensee and such distributor/reseller.

Prerequisites for BCS-AA:

Required Maintenance/Support. Licensee may only subscribe to receive BCS-AA (as defined in Section | above) during such time as
Licensee has and maintains a valid support agreement for Essential Support for the Software. Designated Contacts shall be established in
accordance with any then current Symantec policies. Additionally, Licensee is required to maintain consistency across all Software within a
Product Family and may not exclude any individual Software product within a Software Family for coverage under this Certificate.

Payment. Licensee's right to receive BCS-AA is subject to payment of applicable annual fees for both all required Essential Support and
such BCS-AA. If Licensee’s failure to pay the BCS-AA fees constitutes a material breach of the contract, then Symantec shall have the right
to suspend or terminate the provision of BCS-AA for the Eligible Software. If Licensee's failure to pay for required Essential Support
constitutes a material breach of the contract, then Symantec shail also have the right to suspend or terminate the provision of Essential
Support for such unsupported Eligible Software, and in which case Symantec may also suspend or terminate BCS-AA for that Eligible
Software. A material breach shall be deemed to occur if the Licensee fails to pay the contractually specified BCS-AA fees and/or Essential
Support fees without justification for a period of sixty (60) days or more from the date when payment was due. If Licensee has a site
license then Licensee is required to maintain Essential Support for all Software covered under a site license. The requirements in this
Certificate to maintain and pay for Essential Support for the Eligible Software are separate from and do not change Licensee’s obligation to
maintain and pay for Essential Support for Software under any other agreement between Symantec and Licensee.

Terms and Conditions:

Limitations. Notwithstanding anything to the contrary herein, Licensee shall have no right to sell, resell, outsource, or otherwise transfer the
benefits of BCS-AA to any third party under any circumstances. Licensee shall not assign, delegate, or subcontract any of its rights or
obligations under this Certificate absent Symantec’s written consent, except to the extent expressly permitted under the License
Agreement.

Termination. Symantec may terminate Licensee’s BCS-AA under this Certificate for Licensee’s non-payment pursuant to Section Il of this
Certificate. Licensee’s BCS-AA under this Certificate will also automatically terminate upon any termination of the License Agreement or any
termination of required Essential Support pursuant to Section If of this Certificate. No refund will be due for any termination of BCS-AA
under this Certificate. Acknowledgement of Use of Personal Data. Licensee recognizes that Symantec will require Licensee to supply
certain personal data (such as business contact names, business telephone numbers, business e-mail addresses), in order for Symantec to
provide BCS-AA and to keep Licensee apprised of support and product updates. Licensee acknowledges that Symantec is a global
organization, and such personal data may be accessible on a global basis to enable Symantec to provide BCS-AA. By providing such
personal data, Licensee consents to Symantec using, transferring and processing this personal data on a global basis for the purposes
described above.
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BUSINESS CRITICAL NATIONAL PACKAGE

BCS-National Package: Commencing on the issue date set forth on the face of this Certificate, Symantec will provide to Licensee BCS

Services for the Eligible Software listed on the face of this Certificate installed in production environments in the national area designated by Licensee
to Symantec in writing (each, a “Supported Datacenter”), for the period set forth on the face of this Certificate (“Term”).

1.

BCS Services. BCS Services consist of the following services: (1) six (6) On-Site Visits per annual BCS term (an “On-Site Visit’ means
the provision of Symantec Maintenance/Support for a specific Severity 1 or Severity 2 Case that is performed on-site for Licensee’s
production environments at any Supported Datacenter; unused On-Site Visits cannot be carried over from one annual BCS term to
another); (2) unlimited Designated Contacts; (3) priority call queuing; (4) direct access to senior Symantec Technical Services Engineers for
Severity 1 and Severity 2 Cases; (5) Network Link Assessments performed once per quarter at Licensee's request (Network Link
Assessments consist of diagnostics designed to measure end-to-end network performance of up to 200 nodes and seven servers on
Licensee-selected network(s)); (8) Support Account Management (Licensee will be assigned a named Business Critical Account Manager
(BCAM) whose function is to serve as Licensee's primary account contact for Licensee’s Business Critical Services relationship); (7)
Quarterly On-Site Case History and Account Reviews (a quarterly account review provided by the BCAM to Licensee that will be scheduled
at a mutually convenient time and will take place at an HQ Datacenter designated by Licensee to Symantec in writing); and (8) if BCS
Services are purchased for Licensed Security Software, Licensee will receive one seat of the Symantec DeepSight™ Threat Management
System.

Eligible Software. Eligible Software is the Symantec software eligible for coverage under Business Critical Services that are listed by type
of product at the following URL: http://www.symantec.com/techsupp/enterprise/bcs/besdngspl.html. The list of Eligible Software may be
revised and updated by Symantec from time to time without notice to Licensee. If, following the Issue Date of this Certificate, the list of
Eligible Software is modified to add additional software of the same type(s) of product(s) as those for which the Licensee has paid current
BCS fees, then this Certificate, including the prerequisites for BCS Services, shall automatically include such additional Eligible Software at
a Supported Datacenter without the payment of additional BCS fees.

Renewal Term; Fees for Renewal Term. Unless otherwise terminated, Licensee’s annual subscription for BCS Services may be renewed
for additional periods of twelve (12) months each (each, a “Renewal Term”), subject to general availability of BCS Services on the applicable
GSA price list and subject to Licensee's satisfaction of all requirements set forth in this Certificate. In the event the Ordering Activity wishes
to renew such BCS Services, the BCS fees charged to such Ordering Activity or to a Symantec authorized distributor/reseller, as applicable,
for each twelve (12) month period of any Renewal Term, shall be the BCS fees for the immediately preceding twelve (12) month period
("Base BCS Fee”) plus an increase not to exceed more than three percent (3%) over the Base BCS Fee. If Licensee purchases the
Renewal Term through a Symantec authorized distributor/reseller, then the amount of fees for Licensee's Renewal Term and payment terms
will be those fees and terms that are separately arranged between Licensee and such distributor/reseller.

Prerequisites for BCS Services:

Required License Agreement and Maintenance/Support. Licensee must hold a valid ficense agreement (“License Agreement”) for the
underlying Eligible Software and have a current support agreement for Essential Support for the Eligible Software.

Payment. Licensee’s right to receive BCS Services is subject to payment of applicable annual fees for (i) all required Essential Support and
(i) such BCS Services. If Licensee’s failure to pay the BCS fees constitutes a material breach of the contract, then Symantec shall have the
right to suspend or terminate the provision of BCS for the Eligible Software. If Licensee's failure to pay for required Essential Support
constitutes a material breach of the contract, then Symantec shall also have the right to suspend or terminate the provision of Essential
Support for such unsupported Eligible Software, and in which case Symantec may also suspend or terminate BCS for that Eligible Software.
A material breach shall be deemed to occur if the Licensee fails to pay the contractually specified BCS fees or Essential Support fees
without justification for a period of sixty (60) days or more from the date when payment was due. If Licensee has a site license then
Licensee is required to maintain Essential Support for all Software covered under a site license.

Terms and Conditions:

Limitations. Licensee shall have no right to sell, resell, outsource, or otherwise transfer the benefits of BCS Services to any third party
under any circumstances. Licensee shall not assign, delegate, subcontract any of its rights or obligations under this Certificate absent
Symantec’s written consent, except to the extent expressly permitted under the License Agreement.

DeepSight™ Terms and Conditions. As a condition of purchase, Licensee understands and agrees that for Security Software Licensee
shall receive the DeepSight™ Threat Management System in accordance with the DeepSight™ Alert Services and TMS Certificate terms
and conditions ("DeepSight Certificate”). Licensee's purchase of Essential Support shall satisfy all requirements for technical support and
maintenance set forth in the DeepSight Certificate. Licensee may contact its BCAM for DeepSight™ Threat Management System technical
support issues. In the event of a conflict between this Centificate and the DeepSight Certificate, this Certificate shall control. The Deepsight
Certificate is attached hereto.

Termination. Licensee's BCS Services may be terminated (i) by Symantec for Licensee’s non-payment of applicable fees in accordance
with Section Il of this Certificate; or (i) automatically upon any termination of the License Agreement or any termination of required Essential
Support in accordance with Section Il of this Certificate. No refund will be due for any termination of BCS Services.

Acknowledgement of Use of Personal Data. Licensee recognizes that Symantec will require Licensee to supply certain personal data
(such as business contact names, business telephone numbers, business e-mail addresses), in order for Symantec to provide BCS Services
and to keep Licensee apprised of support and product updates. Licensee acknowledges that Symantec is a global organization, and such
personal data may be accessible on a global basis to enable Symantec to provide BCS Services. By providing such personal data,
Licensee consents to Symantec using, transferring and processing this personal data on a global basis for the purposes described above.
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BUSINESS CRITICAL SERVICES DATACENTER PACKAGE

BCS-DataCenter Package: Commencing on the issue date set forth on the face of this Certificate, Symantec will provide to Licensee BCS Services
for the Eligible Software listed on the face of this Certificate installed in production environments at one (1) single Licensee location designated by
Licensee to Symantec in writing (“Supported Datacenter”), for the period set forth on the face of the Certificate (“Term”).

.

BCS Services. BCS Services consist of the following services: (1) two (2) On-Site Visits per annual BCS term (an “On-Site Visit" means
the provision of Symantec Maintenance/Support for a specific Severity 1 Case that is performed on-site for Licensee’s production
environments at the Supported Datacenter; unused On-Site Visits cannot be carried over from one annual BCS term to another); (2)
untimited Designated Contacts; (3) priority call queuing; (4) direct access to senior Symantec Technical Services Engineers for Severity 1
Cases; (5) Support Account Management (Licensee will be assigned a named Business Critical Account Manager (BCAM) whose function
is to serve as Licensee's primary account contact for Licensee's Business Critical Services relationship); (6) Semiannual On-Site Case
History and Account Reviews (a semiannual account review provided by the BCAM to Customer that will be scheduled at a mutually
convenient time and will take place at Customer's Supported Datacenter); and (7) if BCS Services are purchased for Licensed Security
Software, Licensee will receive one seat of the Symantec DeepSight™ Threat Management System.

Eligible Software. Eligible Software is the Symantec software eligible for coverage under Business Critical Services that are listed by type

of product at the following URL: hitp:/iwww.symantec.com/techsupp/enterprise/bcs/besdngspl.htmt.  The list of Eligible Software may be

revised and updated by Symantec from time to time without notice to Licensee. If, following the Issue Date of this Certificate, the list of

Eligible Software is modified to add additional software of the same type(s) of product(s) as those for which the Licensee has paid current

BCS fees, then this Certificate, including the prerequisites for BCS Services, shall automatically include such additional Eligible Software at

a Supported Datacenter without the payment of additional BCS fees.

Renewal Term; Fees for Renewal Term. Unless otherwise terminated, Licensee’s annual subscription for BCS Services may be renewed
for additional periods of twelve (12) months each (each, a “Renewal Term”), subject to general availability of BCS Services on the applicable
GSA price fist and subject to Licensee’s satisfaction of all requirements set forth in this Certificate. In the event the Ordering Activity wishes
to renew such BCS Services, the BCS fees charged to such Ordering Activity or to a Symantec authorized distributor/reseller, as applicable,
for each twelve (12) month period of any Renewal Term, shall be the BCS fees for the immediately preceding twelve (12) month period
("Base BCS Fee”) plus an increase not to exceed more than three percent (3%) over the Base BCS Fee. If Licensee purchases the
Renewal Term through a Symantec authorized distributor/reselier, then the amount of fees for Licensee’s Renewal Term and payment terms
will be those fees and terms that are separately arranged between Licensee and such distributor/reseller. :

Prerequisites for BCS Services:

Required License Agreement and Maintenance/Support. Licensee must hold a valid license agreement (‘License Agreement”) for the
underlying Eligible Software and have a current support agreement for Essential Support for the Eligible Software.

Payment. Licensee's right to receive BCS Services is subject to payment of applicable annual fees for (i) all required Essential Support and
(if) such BCS Services. . If Licensee’s failure to pay the BCS fees constitutes a material breach of the contract, then Symantec shall have
the right to suspend or terminate the provision of BCS for the Eligible Software. If Licensee’s failure to pay for required Essential Support
constitutes a material breach of the contract, then Symantec shall also have the right to suspend or terminate the provision of Essential
Support for such unsupported Eligible Software, and in which case Symantec may also suspend or terminate BCS for that Eligible Software.
A material breach shall be deemed to occur if the Licensee fails to pay the contractually specified BCS fees and/or Essential Support fees
without justification for a period of sixty (60) days or more from the date payment was due.  If Licensee has a site license then Licensee is
required to maintain Essential Support for all Software covered under a site license.

Terms and Conditions:

Limitations. Licensee shall have no right to sell, resell, outsource, or otherwise transfer the benefits of BCS Services to any third party
under any circumstances. Licensee shall not assign, delegate, subcontract any of its rights or obligations under this Certificate absent
Symantec’s written consent, except to the extent expressly permitted under the License Agreement.

DeepSight™ Terms and Conditions. As a condition of purchase, Licensee understands and agrees that for Security Software Licensee
shall receive the DeepSight™ Threat Management System in accordance with the DeepSight™ Alert Services and TMS Certificate terms
and conditions (‘DeepSight Certificate”). Licensee’s purchase of Essential Support shall satisfy alt requirements for technical support and
maintenance set forth in the DeepSight Certificate. Licensee may contact its BCAM for DeepSight™ Threat Management System technical
support issues. In the event of a conflict between this Certificate and the DeepSight Certificate, this Certificate shall control. The Deepsight
Certificate is attached hereto.

Termination. Licensee’s BCS Services may be terminated (i) by Symantec for Licensee’s non-payment of applicable fees in accordance
with Section I of this Certificate ; or (i) automatically upon any termination of the License Agreement or any termination of required Essential
Support in accordance with Section Il of this Certificate. No refund will be due for any termination of BCS Services

Acknowledgement of Use of Personal Data. Licensee recognizes that Symantec will require Licensee to supply certain personal data
(such as business contact names, business telephone numbers, business e-mail addresses), in order for Symantec to provide BCS Services
and to keep Licensee apprised of support and product updates. Licensee acknowledges that Symantec is a global organization, and such
personal data may be accessible on a global basis to enable Symantec to provide BCS Services. By providing such personal data,
Licensee consents to Symantec using, transferring and processing this personal data on a global basis for the purposes described above.



Symantec.

BUSINESS CRITICAL SERVICES REMOTE PRODUCT SPECIALIST

|. BCS-RPS Offering
Commencing on the issue date set forth on the face of this Certificate, Symantec will provide to Licensee BCS-RPS for the Product Family/Families

(as defined below) listed on the face of this Certificate, under the terms and conditions listed below, until the end date set forth on the face of the
Certificate. :

Product Family: The following URL www.symantec.com/techsupp/enterprise/bes/besrpssplhtml lists, by Product Family, the Software
eligible for coverage under BCS-RPS. Licensee acknowledges that BCS-RPS only apply to Software under the specific Product Family for
which Licensee has purchased BCS-RPS and that the list of Software may be revised and updated by Symantec from time to time without
notice to Licensee. If additional Symantec software is added to the list of Software after the issue date set forth on the face of the Certificate,
no additional BCS-RPS fee shall apply for BCS-RPS coverage of such additional Software provided that Licensee has purchased BCS-RPS
for the relevant Product Family.

BCS-RPS Services: BCS-RPS for each Product Family purchased by Licensee consists of the following services. Such services will be
provided during each annual term for applicable Software: (i) six (6) Designated Contacts per Product Family, (i) Priority Call Queuing; (iif)
Access to a Shared or Dedicated Remote  Product  Specialist, as such terms are defined at
www.symantec.com/business/support/bes/besdesc.html  during regional business hours. All calls will be directed to an advanced team
outside of regional business hours or in the event the Remote Product Specialist is not available; and (iv) DeepSight™ Alert Services. If
BCS-RPS is purchased for a Product Family consisting of Symantec security products, Licensee will receive one seat of Symantec
DeepSight™ Alert Services and one add-on Delivery Method.

Renewal Term; Fees for Renewal Term. Unless otherwise terminated, Licensee's annual subscription for BCS-RPS may be renewed for
additional periods of twelve (12) months each (each, a “Renewal Term”), subject to general availability of BCS-RPS on the applicable GSA
price list and subject to Licensee’s payment of the applicable BCS-RPS fees as well as payment of the annual fees for required Essential
Support. If Licensee purchases the Renewal Term through a Symantec authorized reseller, then the amount of fees for Licensee's Renewal
Term and payment terms will be those fees and terms that are separately arranged between Licensee and such reseller.

Il. Prerequisites for BCS-RPS:

L d

Required Maintenance/Support. Licensee may only subscribe to receive BCS-RPS (as defined in Section | above) during such time as
Licensee has and maintains a valid support agreement for Essential Support for the Software. BCS-RPS is only applicable to Software
installed in production environments.

Payment. Licensee’s right to receive BCS-RPS is subject to payment of applicable annual fees for both all required Essential Support and
such BCS-RPS. If Licensee’s failure to pay the BCS fees constitutes a material breach of the contract, then Symantec shall have the right to
suspend or terminate the provision of BCS-RPS for the Eligible Software. If Licensee's failure to pay for required Essential Support
constitutes a material breach of the contract, then Symantec shall also have the right to suspend or terminate the provision of Essential
Support for such unsupported Eligible Software, and in which case Symantec may also suspend or terminate BCS-RPS for that Eligible
Software. A material breach shall be deemed to occur if the Licensee fails to pay the contractually specified BCS fees and/or Essential
Support fees without justification for a period of sixty (60) days or more from the date payment was due. If Licensee has a site license then
Licensee is required to maintain Essential Support for all Software covered under a site license. The requirements in this Certificate to
maintain and pay for Essential Support for the Software are separate from and do not change Licensee's obligation to maintain and pay for
Essential Support for Software under any other agreement between Symantec and Licensee.

ill. Terms and Conditions:

DeepSight™ Terms and Conditions. As a condition of purchase, Licensee understands and agrees that Licensee shall receive the
DeepSight™ Alert Services in accordance with the DeepSight™ Alert Services and TMS Certificate terms and conditions ("DeepSight
Certificate”). Licensee’s purchase of Required Maintenance/Support (as defined below) shall satisfy all requirements for technical support and
maintenance set forth in the DeepSight Certificate. Licensee may contact its Remote Product Specialist for DeepSight™ Alert Services
technical support issues. In the event of a conflict between this Certificate and the DeepSight Certificate, this Certificate shall control. The
Deepsight Certificate is attached hereto.

Designated Contacts: Any Designated Contact may call Symantec for assistance; provided that Designated Contacts can only request BCS-
RPS for Software. Designated Contacts shall have a thorough understanding of the Sofiware for which they are the named contact(s).
Symantec reserves the right to request replacement of any Designated Contact if Symantec reasonably deems that such Designated Contact
lacks the necessary technical and product knowledge to assist Symantec with the timely resolution of a Licensee problem. Licensee will use
its best efforts to designate a replacement Designated Contact with appropriate technical and product knowledge as soon as is reasonably
practicable. Licensee recognizes that the lack of suitably-qualified Designated Contacts may affect Symantec’s ability to provide the BCS-RPS
hereunder.

Limitations. Notwithstanding anything to the contrary herein, Licensee shall have no right to sell, resell, outsource, or otherwise transfer the
benefits of BCS-RPS to any third party under any circumstances. Licensee shall not assign, delegate, subcontract any of its rights or
obligations under this Certificate absent Symantec’s written consent, except to the extent expressly permitted under the License Agreement.

Termination. Symantec may terminate Licensee’s BCS-RPS under this Certificate for Licensee’s non-payment pursuant to Section |l of this
Certificate. Licensee's BCS-RPS under this Certificate will also automatically terminate upon any termination of the License Agreement or any
termination of required Essential Support in accordance with Section 1. Except as otherwise provided herein, no refund will be due for any
termination of BCS-RPS under this Certificate.

Acknowledgement of Use of Personal Data. Licensee recognizes that Symantec will require Licensee to supply certain personal data (such
as business contact names, business telephone numbers, business e-mail addresses), in order for Symantec to provide BCS-RPS and to



keep Licensee apprised of support and product updates. Licensee acknowledges that Symantec is a global organization, and such personal
data may be accessible on a global basis to enable Symantec to provide BCS-RPS. By providing such personal data, Licensee consents to
Symantec using, transferring and processing this personal data on a global basis for the purposes described above.



Symantec Business Critical Services — Cleared Support Services
Verified Support

CSS-VS Services: Commencing on the issue date set.forth on the face of this Certificate, Symantec will provide to Licensee CSS-VS
Services for the Supported Products (as defined below), listed on the face of this Certificate, for the period set forth on the face of this
Certificate ("Term").

CSS-VS Services. CSS-VS Services shall mean: (i) support services consisting of initial verification of Licensee’ entitiement and subsequent
remote diagnostic and troubleshooting performed only by United States citizens in the fifty (50) states of the United States and (i) performed
at up to a total of three (3) Supported Data Centers as designated in writing by Licensee to Symantec.

Supported Products. The following URL http://www.symantec.com/techsupp/enterprise/bcs/besclearedss.html lists, the Supported Products,
for which CSS-VS Services are provided under this Certificate, subject to purchase by Licensee of Essential Support for each Product Title
designated by Licensee to be covered hereunder. Licensee acknowledges that the list of Supported Products may be revised and updated by
Symantec from time to time without notice to Licensee.

Renewal Term; Fees for Renewal Term. Unless otherwise terminated, upon request, Licensee's annual subscription for CSS-VS Services
may be renewed for additional periods of twelve (12) months each (each, a "Renewal Term"), subject to general availability of CSS-VS
Services on the applicable GSA price list and subject to Licensee's satisfaction of all requirements set forth in this Certificate. In the event the
Ordering Activity wishes to renew such CSS-VS Services, the CSS-VS fees charged to such Ordering Activity or to a Symantec authorized
distributor/reseller, as applicable, for each twelve (12) month period of any Renewal Term, shall be the BCS fees for the immediately
preceding twelve (12) month period (‘Base CSS-VS Services Fee”) plus an increase not to exceed more than three percent (3%) over the
Base CSS-VS Services Fee. If Licensee purchases the Renewal Term through a Symantec authorized distributor/reseller, then the amount of
fees for Licensee's Renewal Term and payment terms will be those fees and terms that are separately arranged between Licensee and such
distributor/reseller.

Prerequisites for CSS-VS Services:

Required License Agreement and Maintenance/Support. Licensee must hold a valid license agreement ("License Agreement”) for the
underlying Software Product Title and have a current support agreement for Essential Support for each Software Product Title. Designated
Contacts for CSS-VS Services shall be those same Designated Contacts established in connection with Essential Support for each Product
Title designated by Licensee for coverage hereunder.

Payment. Licensee's right to receive CSS-VS Services is subject to payment of applicable annual fees for (i) all required Essential Support
and (i) CSS-VS Services. If Licensee’s failure to pay the BCS fees constitutes a material breach of the contract, then Symantec shall have
the right to suspend or terminate the provision of CSS-VS for the Supported Products. If Licensee’s failure to pay for required Essential
Support constitutes a material breach of the contract, then Symantec shall also have the right to suspend or terminate the provision of
Essential Support for such unsupported Product Titles, and in which case Symantec may also suspend or terminate CSS-VS for such Suport
Products. A material breach shall be deemed to occur if the Licensee fails to pay the contractually specified BCS fees and/or Essential
Support fees without justification for a period of sixty (60) days or more from the date payment was due.

Terms and Conditions:

Limitations. Licensee shall have no right to sell, resell, outsource, or otherwise transfer the benefits of CSS-VS Services to any third party
under any circumstances. Licensee shall not assign, delegate, or subcontract any of its rights or obligations under this Certificate absent
Symantec's written consent, except to the extent expressly permitted under the License Agreement.

Termination. Licensee's CSS-VS Services may be terminated (i) by Symantec for Licensee's non-payment of applicable fees in accordance
with Section II; or (ii) automatically upon any termination of the License Agreement or any termination of required Essential Support in
accordance with Section Il. No refund will be due for any termination of CSS-VS Services.

Acknowledgement of Use of Personal Data. Licensee recognizes that Symantec will require Licensee to supply certain perscnal data (such
as business contact names, business telephone numbers, business e-mail addresses), in order for Symantec to provide CSS-VS Services and
to keep Licensee apprised of support and product updates. Licensee acknowledges that Symantec is a global organization, and such personal
data may be accessible on a global basis to enable Symantec to provide CSS-VS Services. If and by providing such personal data, Licensee
consents to Symantec using, transferring and processing this personal data on a global basis for the purposes described above.



Symantec DeepSight Early Warning Services Certificate
Silver, Gold, and Platinum Services

1. DEFINITIONS. “Administrative Users”: means employees or third party contractors designated to use and access the Services (as further
described in Section 3 below), as are identified upon Registration or thereafter via the DeepSight Website. Administrative Users may additionally
designate Designated Users via the DeepSight Website and contact Support (as such term is defined in Section 5 below). In the event of a conflict,
those Administrative Users identified via the DeepSight Website will control over Administrative Users identified at the time of Registration.
Administrative Users may be medified to reflect personnel changes, provided that the total number of Administrative Users does not exceed five (5)
Administrative Users per Services entitement purchased. “Alert Information™ means the alert messages, data and/or information that Symantec
provides or makes available to Authorized Users pursuant to the Services. “Authorized Users™: means both Administrative Users and Designated Users.
“DeepSight Website”: means Symantec's password-protected Early Warning Services TMS website, currently located at TMS.symatnec.com, including
any Symantec subsites accessible via the DeepSight Website, and all content accessible on such sites. Delivery Medium(s)": means the manner by
which, and / or location where, Symantec will send the Alert Information. Each Authorized User may designate one of the following Delivery Medium(s)
during Registration through the DeepSight Website for each of the Services purchased: email address(es), and/or RSS, and/or short message service
(SMS) device number(s) that belong to Authorized Users, as specified through the DeepSight Website. Authorized Users of the Gold Services and
Platinum Services may designate the XML Delivery Location option. “Designated Users”: means employees or third party contractors (excluding
Administrative Users) designated by Administrative Users to access and use the Services, provided such number of Designated Users does not exceed
the cumulative number of persons employed by or contracted to perform on Licensee’s behalf or on behalf of Ordering Activity (as applicable).
Designated Users do not have authorization to designate, add, change, or remove other Designated Users, or to access Support. "Reports”™ means the
reports that Symantec provides or makes available with the Services. Administrative Users of the Gold Services and Platinum Services may select and
receive custom Reports, as may be available through the DeepSight Website. “Symantec Material(s)’: means the materials provided in connection
with the Services, including but not limited to the Alert Information, Reports, but not including any third party websites, or content thereon, that may be
reached from any link contained in any such materials.

2. REGISTRATION; SERVICES. Licensee or Ordering Activity (as applicable) must first register the serial number(s) printed on the initial page of this
Certificate in the Symantec licensing portal located at https:/licensing.symantec.com and designate the Administrative User(s) associated with the
Services (“Registration”). Symantec will use commercially reasonable efforts to provide the Services in accordance with the terms and conditions set
forth herein. Each of the Services will commence upon the earlier of: (i) the issue date set forth on the front of this Certificate; or (i) the date(s) the
Service(s) are registered, and will continue through the end date(s) (‘End Date”) set forth on the front of the Certificate (“Service Period”). Any delay in
Registration may delay the start date of Services, and Symantec will not be liable for any such delay arising out of any failure to register the Services.
Services will expire upon the expiration of the Service Period, even if Licensee or Ordering Activity (as applicable) do not complete Registration during
the Service Period.  Platinum Services include access to a Remote Expert Analyst (“REA”), whom Administrative Users may contact for (a) incident
research, (b) assistance with reporting content and context, and for (c) guidance on threat remediation. Access to the REA is limited to no more than
fifteen (15) hours per calendar month, and availability of REAs are between the hours of 9am-5pm USA Eastern Time (UTC~05:00). REAs are located
in the USA and are limited to assisting with no more than one (1) request for assistance with the REA at any one time; additional requests for assistance
will not be addressed until the final resolution of the prior request.

3. LICENSE GRANT. Symantec grants to Licensee and/or Ordering Activity (as applicable) the following non-exclusive, non-transferable, limited
license rights, which may be exercised solely for the internal business operations of Licensee and/or Ordering Activity (as applicable). Licensee
warrants and represents that the quantity of Services purchased , as identified on the front of this Certificate, reflects the total number of Nodes owned
or used by Licensee and / or Ordering Activity (as applicable) at the time of purchase, regardless of whether each such Node directly interacts with the
Services (‘“Node Count”). Each “Node” is a virtual or physical unique network address, such as an Internet protocol Address. If, during the Service
Period, Licensee and / or Ordering Activity's (as the case may be) applicable Node Count increases by more than five percent (5%) over the Node Count
associated with the Services purchased, then Licensee or Ordering Activity agree to promptly, but no later than thirty (30) days following the increase in
Node Count, purchase additional Services entitlements to become compliant with such expanded Node Count. In addition to the audit rights set forth
below, Symantec may, at its discretion, but no more than once every twelve (12) months, request Licensee or Ordering Activity to validate (as
applicable) the Node Count to Symantec in writing. Authorized Users may use the Symantec Materials and may access the DeepSight Website;
Authorized Users may distribute content from the Symantec Materials within its internal organization for internal use only, provided that the number of
recipients does not exceed the number of Authorized Users associated with the level of Services purchased (as identified on the front of this Certificate),
and subject to the confidentiality terms contained herein. Licensee or Ordering Activity will ensure that use of the Symantec Materials by Authorized
Users (including third party contractors) is in accordance with this Certificate.

4, TECHNICAL SUPPORT. Symantec will provide Maintenance/Support Services in accordance with Section 6 of the Agreement.

5. PRIVACY AND DATA PROTECTION. For the purpose of providing Services pursuant to this Certificate, Symantec will require Licensee or
Ordering Activity to supply certain personal information (such as business contact names, business telephone numbers, business e-mail addresses).
Licensee and/or Ordering Activity acknowledge that Symantec is a global organization, and such personal information may be accessible on a global
basis by Symantec affiliates, by Symantec partners and subcontractors, including in countries that may have less protective data protection laws than
the country in which Licensee and/or Ordering Activity are located. By providing such personal information, Licensee and/or Ordering Activity consent to
Symantec using, transferring and processing this information on a global basis for the use described above. For any question regarding the use of
personal information, Licensee or Ordering Activity may contact Symantec Corporation - Privacy Lead, 350 Ellis Street, PO Box 7011, Mountain View,
CA 94043, U.S.A. Telephone 650-527-8000 Email:_privacy@svymantec.com.

6. MISCELLANEOUS. Symantec reserves the right to make changes to the Services, including but not limited to the content and/or format of the
Symantec Materials, without notification. However, if, in Symantec’s reasonable discretion such modifications would materially degrade the Symantec
Materials or the Services, then Symantec agrees to use commercially reasonable efforts to provide Licensee and / or Ordering Activity (as applicable)
thirty (30) days’ advance notice of such changes. Licensee and/or Ordering Activity are solely responsible for acquiring and maintaining the Internet or
telecommunications services and devices required for Administrative Users to receive, access and/or use the Services and / or Symantec Materials.
Symantec will not be liable for any downtime of the DeepSight Website, or subsites due to reasonable scheduled maintenance, maintenance for critical
issues or forces beyond the reasonable control of Symantec.



Symantec DeepSight Early Warning Services Certificate
DeepSight Early Warning Services Starter Pack, DeepSight Early Warning Services Advanced Pack, DeepSight
Early Warning Services Add-on to MSS and DeepSight DataFeeds Early Warning Services User Add-on Services

1. DEFINITIONS. “Administrative User(s)": means the permitted number of employees or third party contractors designated to use and access the
Services (as further described in Section 3 below), as are identified upon Registration or thereafter, via the DeepSight Website. Administrative User(s)
identified via the DeepSight Website will control over Administrative User(s) identified at the time of Registration. Administrative User(s) may be
modified to reflect personnel changes, provided that the total number does not exceed the permitted number of Administrative User(s) permitted for the
Service purchased (as further described in Section 3 below). “Alert Information”: means the alert messages, data and/or information that Symantec
provides or makes available to Administrative User(s). “Alert Website” means Symantec’s password-protected alerts website currently located at
alerts.symantec.com, including any Symantec subsites accessible via the Alert Website, and all content accessible on such sites. “DeepSight
Website”: means either the Alert Website or the TMS Website, as applicable to the Service purchased. “Delivery Medium(s)”: means the manner by
which, and / or location where, Symantec will send the Alert Information. Either of the following Delivery Medium(s) may be identified during Registration
through the DeepSight Website applicable to the Service purchased for each permitted Administrative User(s): email address(es) or RSS. “Reports”:
means the reports that Symantec provides or makes available with each Service purchased. “Symantec Material(s)": means the materials provided in
connection with each Service purchased, including but not limited to the Alert Information, Reports, but not including any third party websites, or content
thereon, that may be reached from any link contained in any such materials. “TMS Website”: means Symantec's password-protected threat
management website currently located at TMS.symantec.com, including any Symantec subsites accessible via the TMS Website, and all content
accessible on such sites.

2. REGISTRATION; SERVICES. Licensee or Ordering Activity (as applicable) must first register the serial number(s) printed on the initial page of this
Certificate in the Symantec licensing portal located at https://licensing.symantec.com and designate the Administrative User(s) associated with the
Services (‘Registration”). Symantec will use commercially reasonable efforts to provide the Services in accordance with the terms and conditions set
forth herein. Each Service will commence upon the earlier of: (i) the issue date(s) set forth on the front of this Certificate: or (ii) the date(s) the Service(s)
are registered, and will continue through the end date(s) (‘End Date”) set forth on the front of the Certificate ("Service Period”). Any delay in
Registration may delay the start date of the Services, and that Symantec will not be liable for any such delay arising out of any failure to register the
Service. Services will expire upon the expiration of the Service Period, even if Licensee or Ordering Activity (as applicable) do not complete Registration
during the Service Period. .

3. LICENSE GRANT; ADMINISTRATIVE USER(S); DEEPSIGHT WEBSITE. Symantec grants to Licensee and/or Ordering Activity (as applicable)
the following non-exclusive, non-transferable, limited license rights, which may be exercised by the permitted number of Administrative User(s) for each
applicable Service (as further described below), solely for the internal business operations of Licensee and/or Ordering Acvitity (as applicable). For the
Core Services, the permitted number of Administrative User(s) shall be two (2). For DSAD Services, the permitted number of Administrative User(s)
shall be one (1). Administrative User(s) of Starter Services and DSAM Services will have access to the Alert Website only. Administrative User(s) of
Advanced Services and DSAD Services will have access to the TMS Website only. Administrative User(s) may use the Symantec Materials and may
access the DeepSight Website associated with Services purchase, but may not distribute content from the Symantec Materials other than to quote or
use sentences or paragraphs of the Symantec Materials (not to exceed two (2) contiguous paragraphs) solely for internal communications. Use of the
Symantec Materials by Administrative User(s) must be in accordance with this Certificate at all times.

4. TECHNICAL SUPPORT. Symantec will provide technical support services in accordance with Section 6 of the Agreement.

5. PRIVACY AND DATA PROTECTION. For the purpose of providing Services pursuant to this Certificate, Symantec will require Licensee and/or
Ordering Activity to supply certain personal information (such as business contact names, business telephone numbers, business e-mail addresses).
Licensee and/or Ordering Activity acknowledge that Symantec is a global organization, and such personal information may be accessible on a global
basis by Symantec's affiliates, Symantec partners and subcontractors, including in countries that may have less protective data protection laws than the
country in which Licensee and/or Ordering Activity are located. By providing such personal information, Licensee and/or Ordering Activity consent, to
Symantec using, transferring and processing this information on a global basis for the use described above. For any question regarding the use of
personal information, Licensee or Ordering Activity may contact Symantec Corporation - Privacy Lead, 350 Ellis Street, PO Box 7011, Mountain View,
CA 94043, U.S.A. Telephone 650-527-8000 Email: privacy@symantec.com.

6. MISCELLANEOQOUS. Symantec reserves the right to make changes to the Services, including but not limited to the content and/or format of the
Symantec Materials, without notification. However, if, in Symantec’s reasonable discretion such modifications would materially degrade the Symantec
Materials or the Services, then Symantec agrees to use commercially reasonable efforts to provide Licensee and/or Ordering Activity with thirty (30)
days' advance notice of such changes. Licensee and/or Ordering Activity are solely responsible for acquiring and maintaining the Internet or
telecommunications services and devices required for Administrative User(s) to receive, access and/or use the Services purchased and / or associated
Symantec Materials. Symantec will not be liable for any downtime of the DeepSight Website, or subsites due to reasonable scheduled maintenance,
maintenance for critical issues or forces beyond the reasonable control of Symantec.
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Attachment 4
Managed Security Services

Managed Security Services Certificate (“Certificate”) - Enterprise Wide

Where the terms of a Managed Security Services Certificate ~ Enterprise Wide — issued separately to the Customer conflict with the terms of these
Attachment 4 Certificates, the terms of this Attachment 4 Certificate shall control:

1. AGREEMENT TERMS: SUPPORT ENTERPRISE WIDE USE. The term “Agreement” shall mean, collectively, the Master License Agreement, this
Certificate, the MSS service attributes document found at www.symantec.com/docs/TECH131855 containing general terms and conditions, Service(s)
description(s), and service level warranties ("SLWSs”") applicable to the Service(s) (‘MSS Service Attributes”), and the Managed Security Services
Operations Manual (“Ops Manual’) available on the Secure Internet Interface (“SII), all of which are incorporated herein by reference, in that order of
precedence . Service(s) are subject to the terms of the Agreement.. The MSS Attributes and Ops Manual may be revised and updated by Symantec from
time to time. Symantec will use commercially reasonable efforts to notify Customer of such revisions and updates by posting a revised version of the MSS
Service Attributes at the URL referenced above and a revised Ops Manual on the SlI. For the avoidance of doubt, revisions and updates to the MSS Service
Attributes and Ops Manual will not materially degrade the Service(s). Technical assistance for the Service(s) will be provided by the Security Operations
Center ("SOC”) as described in the Ops Manual. Any capitalized terms not defined herein shall have the meaning set forth in the MSS Services Attributes
and the Ops Manual, as applicable. Use of the Service(s) will be fimited to the Enterprise Wide Model, as described in the MSS Services Attributes.

2. TERM: POINTS OF CONTACT; DEVICE REGISTRATION; TERMINATION. The term of Service(s) (“Term”) will begin on the Start Date specified on
the initial page(s) of this Certificate (“Start Date”) and end on the End Date specified on the initial page(s) of this Certificate (“End Date"). Service(s) are
non-cancellable, non-refundable and are available to Customer immediately upon the Start Date, however, Customer acknowledges and agrees that to
access the Service(s), Customer must first register the serial number(s) printed on the initial page(s) of this Certificate in the Symantec licensing portal
located at https:/licensing symantec.com and designate its authorized points of contact for the Service(s) ("POC(s)"). Upon serial number registration,
Customer will be given access to the Sll and SOC technical staff. Customer must provide all technical and license information for each firewall, server,
intrusion detection device, or other hardware or software (each, a “Device") reasonably requested by Symantec, prior to such Device being recognized
by the Service(s) and connected to the SOC (*Device Registration”). Customer acknowledges and agrees that the Term will expire upon the End Date,
even if no Devices undergo Device Registration or receive Service(s) during the Term.

Except as otherwise stated in Section (iif) below, Customer acknowledges and agrees that the Service(s) (or a portion thereof) may be terminated by: (a)
either Party upon written notice if the other Party breaches any material term of the MSS Terms & Conditions (including failure to meet the Customer
Responsibilities), and such breach remains uncorrected for thirty (30) days following such notice, or (b) by Symantec for convenience upon thirty (30)
days prior written notice to the Customer or Ordering Activity, or (c) by the Customer or Ordering Activity in accordance with the applicable GSA
Schedule contract. In the event that Symantec exercises its termination rights under (b), Symantec will credit Customer's account any prorated,
unused fees received by Symantec for the applicable Service(s) terminated hereunder.

i. In the event that Customer exercises its termination rights under the above paragraph, Customer acknowledges and agrees that in order to
terminate the Service(s) (or a portion thereof), Customer must submit a duly authorized termination letter (‘Termination Letter”) in
accordance with the terms of the applicable GSA Schedule

ii. If Customer terminates the MSS Terms & Conditions and/or the Service(s) (or a portion thereof) prior to the end of the Term as described in
the foregoing two paragraphs, Customer agrees to pay Symantec, or Customer's designated reseller (as applicable) a termination fee
(“Termination Fee”) equal to (a) if terminated in the first year of the Service, fifty percent (50%) of the amount of remaining fees that would
have been due and payable to Symantec had the Service(s) been performed for the entire Term; or (b) if terminated in the second or third
year of the Service, twenty-five percent (25%) of the amount of remaining fees that would have been due and payable to Symantec had the
Service(s) been performed for the entire Term. . If Service(s) have been prepaid for the Term, Symantec will credit Customer's account
any prorated, unused fees received by Symantec for the applicable Service(s) terminated hereunder less the calculated Termination Fee.
Pursuant to FAR 52.212-(1), the Termination Fee in this paragraph shall satisfy and be deemed to represent the “reasonable termination
costs” which shall be due and payable by the government in addition to the fees due and payable for the Services provided up to the date of
termination.

iit. Notwithstanding anything contained in Sections (i)-(iii) above, Customer acknowledges and agrees that those Services identified as
“Enterprise Wide” in the Certificate cannot be partially terminated. Any termination of Service(s) identified in the Certificate as “Enterprise
Wide” must apply to the entire quantity of Enterprise Wide Service(s) purchased under the Certificate.

3. PRIVACY AND DATA PROTECTION. For the purpose of providing Service(s) to Customer pursuant to the Agreement, Symantec will require
Customer to supply certain personal information (such as business contact names, business telephone numbers, business e-mail addresses). Customer
acknowledges that Symantec is a global organization, and such perscnal information may be accessible on a global basis by Symantec affiliates, by
Symantec partners and subcontractors, including in countries that may have less protective data protection laws than the country in which Customer is
located. By providing such personal information, Customer consents to Symantec using, transferring and processing this information on a global basis
for the use described above. For any question regarding the use of personal information, Customer may contact Symantec Corporation - Privacy Lead,
350 Ellis Street, PO Box 7011, Mountain View, CA 94043, U.S.A. Telephone 650-527-8000 Email: privacy@symantec.com.

4. USE OF INFORMATION POLICY. Symantec may use certain information derived from the Service(s), once anonymized ("Anonymized
Information”) for the following purposes: (a) preparing and distributing statistical reports related to security trends and data patterns; (b) distributing
Anonymized Information to Symantec customers, in compiled or original formats, for the purposes of providing computer security information; and / or (c)
analysis; internal research, product or services development, or for providing general security related services. Anonymized Information shall not include
personal information or any information that could identify Customer.

5. INTELLECTUAL PROPERTY RIGHTS. Symantec retains all title, copyright, and other proprietary rights in the Service(s), and any improvements,
enhancements, modifications, and derivative works thereof, including without limitation all patent, copyright, trade secret and trademark rights.
Customer's rights to use the Service(s) shall be limited to those expressly granted in the Agreement. All rights not expressly granted to Customer are
retained by Symantec.



6. INTELLECTUAL PROPERTY INDEMNITY.

To the extent this Certificate includes provisions providing an express intellectual property indemnity for licensed software, such provision(s) are
supplemented to add the Services to the scope of the parties’ obligations under such indemnification provisions, to the same extent as for such licensed
software. Where Customer’s use of the Services is terminated pursuant to such provisions, Symantec’s sole liability, in addition to its indemnification
obligations herein, shall be to refund to Customer the fees paid to Symantec for the relevant Services or portion thereof,

7. CHARGES AND PAYMENT. If Symantec is unable to make the Service(s) available due to a failure by Customer to meet its Customer
responsibilities as specified in the MSS Attributes, Symantec shall still be entitled to payment for the Service(s) as if the Service(s) had been made
available. If Customer’s failure to pay the Service fees constitutes a material breach of the contract, then Symantec shall have the right to temporarily
suspend or terminate the provision of Services. A material breach shall be deemed to occur if the Customer fails to pay the contractually specified
Services fees without justification for a period of sixty (60) days or more from the date payment was due.



Managed Security Services Certificate (“Certificate”) - Per Unit

1. AGREEMENT TERMS; SUPPORT; PER UNIT USE. The term “Agreement” shall mean, collectively, this Certificate, the MSS service attributes
document found at www.symantec.com/docs/TECH131855 containing general terms and conditions, Service(s) description(s), and service level warranties
(“SLWSs") applicable to the Service(s) (‘MSS Service Attributes”), and the Managed Security Services Operations Manual ("Ops Manual”) available on the
Secure Internet Interface ("SI, all of which are incorporated herein by reference, in that order of precedence. Service(s) are subject to the terms of the
Agreement. The MSS Atiributes and Ops Manual may be revised and updated by Symantec from time to time. Symantec will use commercially
reasonable efforts to notify Customer of such revisions and updates by posting a revised version of the MSS Service Attributes at the URL referenced above
and a revised Ops Manual on the SllI. For the avoidance of doubt, revisions and updates to the MSS Service Attributes and Ops Manual will not materially
degrade the Service(s). Technical assistance for the Service(s) will be provided by the Security Operations Center (“SOC") as described in the Ops Manual.
Any capitalized terms not defined herein shall have the meaning set forth in the MSS Services Attributes and the Ops Manual, as applicable. Use of the
Service(s) will be limited to the Per Unit Model, as described in the MSS Services Atiributes.

2. TERM; POINTS OF CONTACT,; DEVICE REGISTRATION; TERMINATION. The term of Service(s) ("Term”) will begin on the Start Date specified on
the initial page(s) of this Certificate (“Start Date") and end on the End Date specified on the initial page(s) of this Certificate (‘End Date”). Service(s) are
non-cancellable, non-refundable and are available to Customer immediately upon the Start Date, however, Customer acknowledges and agrees that to
access the Service(s), Customer must first register the serial number(s) printed on the initial page(s) of this Certificate in the Symantec licensing portal
located at hitps://licensing.symantec.com and designate its authorized points of contact for the Service(s) (“POC(s)”). Upon serial number registration,
Customer will be given access to the Sl and SOC technical staff. Customer must provide all technical and license information for each firewall, server,
intrusion detection device, or other hardware or software (each, a “Device”) reasonably requested by Symantec, prior to such Device being recognized
by the Service(s) and connected to the SOC (“Device Registration”). Customer acknowledges and agrees that the Term will expire upon the End Date,
even if no Devices undergo Device Registration or receive Service(s) during the Term.

Except as otherwise stated in Section (jii) below, Customer acknowledges and agrees that the Service(s) (or a portion thereof) may be terminated by: (a)
either Party upon written notice if the other Party breaches any material term of the MSS Terms & Conditions (including failure to meet the Customer
Responsibilities), and such breach remains uncorrected for thirty (30) days following such notice, or (b) by Symantec for convenience upon thirty (30)
days prior written notice to the Customer or Ordering Activity, or (c) by the Customer or Ordering Activity in accordance with the applicable GSA
Schedule contract. In the event that Symantec exercises its termination rights under (b), Symantec will credit Customer's account any prorated, unused
fees received by Symantec for the applicable Service(s) terminated hereunder.

i In the event that Customer exercises its termination rights under the above paragraph, Customer acknowledges and agrees that in
order to terminate the Service(s) (or a portion thereof), Customer must submit a duly authorized termination letter (“Termination

. Letter”) in accordance with the terms of the applicable GSA Schedule. .

ii. If Customer terminates the MSS Terms & Conditions and/or the Service(s) (or a portion thereof) prior to the end of the Term as
described in the foregoing two paragraphs, Customer agrees to pay Symantec, or Customer's designated reseller (as applicable) a
termination fee (“Termination Fee") equal to (a) if terminated in the first year of the Service, fifty percent (50%) of the amount of
remaining fees that would have been due and payable to Symantec had the Service(s) been performed for the entire Term; or (b) if
terminated in the second or third year of the Service, twenty-five percent (25%) of the amount of remaining fees that would have
been due and payable to Symantec had the Service(s) been performed for the entire Term. If Service(s) have been prepaid for the
Term, Symantec will credit Customer's account any prorated, unused fees received by Symantec for the applicable Service(s)
terminated hereunder less the calculated Termination Fee. Pursuant to FAR 52.212(1), the Termination Fee in this paragraph shall
satisfy and be deemed to represent the "reasonable termination costs” which shall be due and payable by the government in
addition to the fees due and payable for the Services provided up to the date of termination.

iii. Notwithstanding anything contained in Sections (i)-(iif) above, Customer acknowledges and agrees that those Services identified as
“Enterprise Wide" in the Certificate cannot be partially terminated. Any termination of Service(s) identified in the Certificate as
“Enterprise Wide"” must apply to the entire quantity of Enterprise Wide Service(s) purchased under the Certificate.

3. PRIVACY AND DATA PROTECTION. For the purpose of providing Service(s) to Customer pursuant to the Agreement, Symantec will require
Customer to supply certain personal information (such as business contact names, business telephone numbers, business e-mail addresses). Customer
acknowledges that Symantec is a global organization, and such personal information may be accessible on a global basis by Symantec affiliates, by
Symantec partners and subcontractors, including in countries that may have less protective data protection laws than the country in which Customer is
located. By providing such personal information, Customer consents to Symantec using, transferring and processing this information on a global basis
for the use described above. For any question regarding the use of personal information, Customer may contact Symantec Corporation - Privacy Lead,
350 Ellis Street, PO Box 7011, Mountain View, CA 94043, U.S.A. Telephone 650-527-8000 Email: privacy@symantec.com.

4. USE OF INFORMATION POLICY. Symantec may use certain information derived from the Service(s), once anonymized (‘Anonymized
Information”) for the following purposes: (a) preparing and distributing statistical reports related to security trends and data patterns; (b) distributing
Anonymized Information to Symantec customers, in compiled or original formats, for the purposes of providing computer security information; and / or (c)
analysis; internal research, product or services development, or for providing general security related services. Anonymized [nformation shall not include
personal information or any information that could identify Customer.

5. INTELLECTUAL PROPERTY RIGHTS. Symantec retains all title, copyright, and other proprietary rights in the Service(s), and any improvements,
enhancements, modifications, and derivative works thereof, including without limitation all patent, copyright, trade secret and trademark rights.
Customer’s rights to use the Service(s) shall be limited to those expressly granted in the Agreement. All rights not expressly granted to Customer are
retained by Symantec.

6. INTELLECTUAL PROPERTY INDEMNITY. To the extent this Certificate includes provisions providing an express intellectual property
indemnity for licensed software, such provision(s) are supplemented to add the Services to the scope of the parties’ obligations under such
indemnification provisions, to the same extent as for such licensed software. Where Customer’s use of the Services is terminated pursuant to such
provisions, Symantec’s sole liability, in addition to its indemnification obligations herein, shall be to refund Customer the fees paid to Symantec for the
relevant Services or portion thereof.

7. CHARGES AND PAYMENT. If Symantec is unable to make the Service(s) available due to a failure by Customer to meet its Customer
responsibilities as specified in the MSS Attributes, Symantec shall still be entitled to payment for the Service(s) as if the Service(s) had been made
available.  If Customer’s failure to pay the Service fees constitutes a material breach of the contract, then Symantec shall have the right to temporarily



suspend or terminate the provision of Services. A material breach shall be deemed to occur if the Customer fails to pay the contractually specified
Services fees without justification for a period of sixty (60) days or more from the date payment was due.

8. Miscellaneous. Symantec may assign the Service(s) or any part thereof subject to FAR Part 42.12, and may additionally subcontract the
Agreement and / or Service(s), provided that it remains responsible for any subcontractors performing on its behalf,



MANAGED SECURITY SERVICES ATTRIBUTES DOCUMENT

("MSS Service Attributes”) is made a part of and wholly incorporated into the Agreement, as defined in the Symantec order confirmation certificate
referencing these MSS Service Attributes ( “Certificate”), and apply to the Symantec Managed Security Services (individually a "Service” or collectively
“Service(s)”) set forth on the initial page(s) of such Certificate. Any capitalized terms not defined herein shall have the same meaning as in the Certificate
or in the Managed Security Services Operation Manual (“Ops Manual”).

This MSS Service Attributes document is made up of the following sections:

. Section 1: Managed Security Services - General Terms and Conditions;
. Section 2: Managed Security Services - Service Descriptions;

. Section 3: Managed Security Services - Service Level Warranties; and

. Section 4: Managed Security Services - Attachment A — Service(s) Offerings Chart.



SECTION 1

MANAGED SECURITY SERVICES
GENERAL TERMS AND CONDITIONS

The Parties acknowledge and agree that the following terms and conditions apply to the Service(s):

1.

1.1
a)

)

1.2

21

Service(s) Use Model: Use of the Service(s) is subject to the limitations set forth below, as applicable to the Service(s) identified on the face of
the Certificate:

Enterprise Wide Model.

End User(s); Nodes. For Service(s) identified on the initial page(s) of the Certificate as ‘Enterprise Wide', Customer warrants and represents
that the quantity of Service(s) purchased by Customer reflects the total number of Nodes owned or used by Customer or the legal entity or
entities benefiting from the Service(s) (each, an “End User”, collectively, “End User(s)") at the time of purchase, regardless of whether each
such Node directly interacts with or is protected by the Service(s) (“Node Count”). Each “Node” is a virtual or physical unigue network address,
such as an Internet protocol Address.

Outsourcer Purchases. If Customer is a provider of outsourced services and purchases Enterprise Wide. Service(s) for the benefit of an End
User pursuant to an outsourcing agreement with such End User, Customer warrants and represents that the quantity of Service(s) purchased by
Customer reflects the total Node Count for such End User receiving the Customer outsourced services.

Node Count Compliance. If, during the Term, End User(s) applicable Node Count increases by more than five percent (5%) over the Node
Count associated with the Service(s) purchased, then Customer agrees to promptly, but no later than thirty (30) days following the increase in
Node Count, purchase additional Service(s) to become compliant with such expanded Node Count. Symantec may, at its discretion, but no more
than once every twelve (12) months, request Customer to validate the End User(s)’ Node Count to Symantec in writing.

Per Unit Model: For Service(s) not designated on the face of the Certificate as “Enterprise Wide", (such Service(s), the "Per Unit Model”),
Symantec will provide Service(s) to Customer commensurate with the quantity of Service(s) entitlement purchased as identified on the initial
page(s) of the Certificate.

Customer Obligations / Responsibilities: Customer acknowledges and agrees that Symantec’s ability to perform the Service(s) during the
Term may be subject to Customer meeting all of its obligations and Customer responsibilities as described in the Agreement (including without
limitation the Customer responsibilities in Clause 2.1 below) during the Term. Customer acknowledges and agrees that Symantec will have no
liability whatsoever for any failure to perform the Services(s) if such failure arises out of Customer's act or omission inconsistent with Custormer's
obligations described in the Agreement (including, without limitation the Customer responsibilities described in Clause 2.1 below) which impede
Symantec’s ability to perform the Service(s). Without prejudice to the foregoing, any such failure to perform the Service(s) by Symantec due to
the foregoing shall not postpone or delay the Term nor be deemed a breach of the Agreement

The following list of Customer responsibilities is the minimum required to ensure Symantec’s ability to perform the Service(s). At a minimum,
Customer is responsible for the following:

2141 Providing reasonable assistance to Symantec, including, but not limited to, providing all technical and license information related to
the Service(s) reasonably requested by Symantec, and to enable Symantec to perform the Service(s).

2.1.2 Providing all required hardware, virtual machines, or software necessary for the Symantec log collection platform (to be located at
Customer site), and enabling access to such hardware, virtual machines, or software by Symantec (as specified in the Ops Manual).

213 Providing a permanent, dedicated analog telephone line to support the Out-of-Band Management Solution if Symantec provides an
Out-of-Band Management Solution to Customer. Customer is responsible for maintaining the functionality of this dedicated line.
Details on the Out-of-Band Management Solution are contained in the Services Description section of this MSS Service Attributes
and in the Ops Manual.

214 Providing Symantec with accurate and up-to-date information, including, the name, email, landline, mobile, and pager numbers for all
designated, authorized POC(s) who will be provided access to the SII.

215 Providing the name, e-mail address, and landline, mobile, and pager numbers for all shipping, instailation and security points of
contact.
216 Notifying Symantec at least twelve (12) hours in advance of any scheduled maintenance, network, or system administration activity

that would affect Symantec’s ability to perform the Service(s).

217 Reviewing the Daily Service Summary (as defined in the Ops Manual) to understand the current status of Service(s) delivered and
actively work with the SOC to resolve any tickets requiring Customer input or action.

218 Sole responsibility for maintaining current maintenance and technical support contracts with Customer's software and hardware
vendors for any Device affected by Service(s).

2198 Ensuring any Devices receiving Service(s) conform to the version requirements stated in the Symantec Supported Product List,
available on the SlI ("SPL"). The SPL describes the supported versions of the Devices that may receive service under the Service(s).

2.1.10 Intentionally Omitted.
2.1.11 Interact with Device manufacturers and vendors to ensure that the Device(s) are scoped and implemented in accordance with

manufacturer's suggested standards. Customer is responsible for interactions with Device manufacturers or vendors regarding the
resolution of any issues related to Device scoping, feature limitations or performance issues.



2.1.12 Remediation and resolution of issues caused by Customer initiated changes to Device(s) which negatively impact the Services
or the functionality, health, stability, or performance of Device(s). Symantec will charge additional fees (Tokens) in the event that
Customer requires Symantec’s assistance for remediation or resolution activities.

For those Service(s) purchased prior to July 12, 2011, in addition to the terms contained herein, Customer acknowledges and agrees to continue
compliance with sub-sections 3, 6, 7, 8, 9, 12, and 13 of Section 1 of the Managed Security Services Attributes dated May 27, 2010 (20100527)
("MSSA”). A copy of the MSSA is available at www.symantec.com/docs/TECH131855, or upon request from Symantec by emailing DL-MSS-
BusinessOperations@symantec.com.




SECTION 2
MANAGED SECURITY SERVICES
SERVICES DESCRIPTIONS

SERVICE FEATURES. The Managed Security Service(s) Offerings Chart, contained in Attachment A hereto (“Service(s) Offerings
Chart”), details certain information and attributes associated with each of the Service(s). In addition to those services features
identified in the Service(s) Offerings Chart, the following service features apply to all the Service(s):

Secure Internet Interface {(“SII”). Each of the Service(s) includes access to and use of the web portal ("Secure Internet Interface” or “SII"),
which is made available to Customer for use during the Term.

Managed Security Services Operations Manual. The Ops Manual, which is available on the SlI, provides further description of the Service(s),
and details additional Customer responsibilities which may be applicable to the Service(s). Symantec will use commercially reasonable efforts to
give Customer thirty (30) days' notice through the Sli of any material change to the Ops Manual. Upon request, the Ops Manual will be made
available to Customer or the Ordering Activity. The MSS Attributes and Ops Manual may be revised and updated by Symantec from time to
time. Symantec will use commercially reasonable efforts to notify Customer of such revisions and updates by posting a revised version of the MSS
Service Attributes at the URL referenced above and a revised Ops Manual on the Sil. For the avoidance of doubt, revisions and updates to the MSS
Service Atiributes and Ops Manual will not materially degrade the Service(s).

Security Operations Centers. All Service(s) are performed remotely from Security Operations Centers (“SOC(s)").

Monitored & Managed Device Scheduled Maintenance Outages. Symantec will, from time to time, schedule regular maintenance on
Devices, requiring a maintenance outage. The protocol for any such maintenance outage is described in the Ops Manual.

TECHNICAL SERVICE COORDINATOR. The Technical Service Coordinator, described in the Service(s) Offerings Chart and the Ops Manual,
is a resource responsible for coordinating installation and ongoing support for Customer. Symantec must first receive a purchase order sufficient
to cover all travel and incidental expenses if Customer has purchased the Technical Service Coordinator service and requests that the
Technical Service Coordinator perform Service(s) at Customer’s site.

HOSTED MANAGEMENT CONSOLES. Customer may purchase the use of Hosted Management Consoles (as described in the Ops Manual)
located at the SOC for centralized management of certain Devices receiving Service(s). Customer is responsible for obtaining any required
license(s) from the technology vendor to allow applicable use of the Hosted Management Console.

REPAIR AND REPLACEMENT OF THE QUT-OF-BAND MANAGEMENT SOLUTION HARDWARE. The "Out-of-Band Management
Solution” means a third-party hardware product which Symantec may provide, at its sole discretion, for Customer's use to facilitate the remote
configuration and management of Customer's Devices. Customer acknowledges and agrees that Symantec and/or its licensors are the
owner(s) of any Out-of-Band Management Solution and only grants Customer the right to use the Out-of-Band Management Solution during the
Term. In the event the Out-of-Band Management Solution fails due to a defect during the Term, Symantec will replace it subject to notification
and reasonable cooperation from Customer. Customer acknowledges and agrees that Symantec is not responsible for any outages that may
occur during the time that the Out-of-Band Management Solution is being replaced. Customer further acknowledges and agrees that Customer
is responsible for the cost of replacing the Out-of-Band Management Solution if failure is due to misuse or negligence of Customer.

ADDITIONAL / OUT OF SCOPE SERVICE(S); HELP DESK TOKENS.

Additional Service(s), features, or options described in the Service(s) Offerings Chart may be ordered through the submission of a purchase
order.

Hour-long telephone technical support sessions (each, an “Out-of-Scope Help Desk Token”) provided from the SOC Help Desk are available
for purchase by Customer by submitting a purchase order designating such. An Out-of-Scope Help Desk Token may only be used for services
that fall outside of the scope of Service(s) ordered. The scope of such support is further described in the Ops Manual. Out-of-Scope Help Desk
Tokens are only valid for one (1) year from the date of order receipt by Symantec.



A.

SECTION 3
MANAGED SECURITY SERVICES
SERVICE LEVEL WARRANTIES

SERVICE LEVEL WARRANTIES & SERVICE CREDITS.

The SLWs listed below will apply to those Service(s) listed in the Service(s) Offerings Chart. The Service(s) Offerings Chart additionally details the
SLW(s) applicable for each SLW. Symantec's sole and exclusive obligation and Customer's sole and exclusive remedy for failure to meet the SLWs
listed below shall be limited to the payment of Service Credit(s), as described in Section B of these SLWs.

1.

Device Registration Warranty. Symantec will register a Device that conforms to the SPL by the later of: (i) the Start Date identified on the initial
page(s)of the Cedrtificate, (i) the mutually agreed upon Device Registration date (if applicable), or (ii)fifteen (15) business days following
Symantec’s receipt of all reasonably requested technical and license information for each Device, as further specified in the Certificate. If
Symantec fails to register a Device that conforms to the SPL in accordance with the timeline listed above then Symantec will credit Customer's
account with one (1) Service Credit for each day this deadline is missed.

Severe Event Notification Warranty. Symantec will initiate contact to notify Customer of Emergency and Critical Events (as defined in the Ops
Manual) within the specified Severe Event Notification Time identified in the Service(s) Offerings Chart, once the determination that an
Emergency and Critical Event has occurred (as specified in the Ops Manual). If Symantec does not initiate contact within the specified time,
Symantec will credit Customer's account with one (1) Service Credit, unless the Device subject to the Emergency or Critical Event is deemed to
be a Runaway Device, as defined in the Ops Manual. .

Managed Device Availability Up-Time Warranty. Devices shall be available in accordance with the Managed Device Availability Up-time
Percentage, as identified in the Service(s) Offerings Chart, of each calendar month during the Term (excluding Scheduled Outages,
Maintenance, Hardware/Software Failures, Failures, as such terms are defined in the Ops Manual) resulting from changes made by the
Customer, and circumstances beyond SOC control). If the Device is not available as specified in the preceding sentence, Symantec will credit
Customer's account with one (1) Service Credit for each 24 hour period, or portion thereof for which this SLW is not met. If the Device does not
meet the version prerequisites as specified in the current SPL or the immediately prior supported version prerequisites (as specified in a prior
version of the SPL), then Symantec will not be liable for this SLW for such non-conforming Device.

Standard Changes Completion Time Warranty. Symantec will complete Standard Changes within the Standard Changes Completion Time,
identified in the Service(s) Offerings Chart. If Symantec does not meet this SLW, Symantec will credit Customer’s account with one (1) Service
Credit.

Minor Changes Completion Time Warranty. Symantec will complete Minor Changes within the Minor Changes Completion Time, as identified
in the Service(s) Offerings Chart. If Symantec does not meet this SLW, Symantec will credit Customer’s account with one (1) Service Credit.

Emergency Change or Assistance Response Time Warranty. When an emergency change request or other emergency assistance is
required, a SOC engineer will be made available to begin work on or assist with the emergency request in accordance with the timeline identified
in the Service(s) Offerings Chart. If Symantec does not meet this SLW, and the Customer has not exceeded their contracted Emergency
Change or Assistance Requests for the month as specified in Service(s) Offerings Chart, Symantec will credit Client's account with one (1)
Service Credit.

SOC Infrastructure Up-Time Warranty. Symantec warrants that the SOC data storage, SOC log analysis processing, any Hosted
Management Consoles (as described in the Ops Manual), the Sll, and SOC customer communication methods (phone, email, Sll) (together, the
“SOC Infrastructure”) shall be available in accordance with the SOC Infrastructure Up-time Percentage identified in the Service(s) Offerings
Chart, for each calendar month during the Term (excluding scheduled maintenance). If any or all of the SOC Infrastructure is not available as
specified in the preceding sentence, Symantec will credit Customer's account with one (1) Service Credit for each 24 hour period, or portion
thereof for which the warranty is not met.

Monthly Reporting Warranty. If Symantec does not provide the applicable monthly reports, as specified in the Ops Manual, to Customer by or
before the Monthly Reporting Time, as identified in the Service(s) Offerings Chart, of the immediately following calendar month, Symantec
agrees to credit Customer's account with one (1) Service Credit.

SERVICE CREDITS; LIMITATION OF SERVICE CREDIT LIABILILTY.

Service Credits. A service credit ("Service Credit”) shall be calculated as 10% of the computed daily fee payable to Symantec for the
Service(s) purchased on the initial page(s) of the Certificate. Each Service Credit granted hereunder will first be applied towards Customer's next
invoice due for the applicable Service(s) during the Term, or if no additional invoices are due for such Service(s), shall be provided as a payment.

Limitation of Service Credit Obligation. Notwithstanding anything to the contrary in the Agreement, in no event will Symantec be required to
credit Customer more than the value of thirty (30) days of Service(s), per month, for any failure to meet the SLWs for any Service(s) that
Symantec is providing for Customer at the time the credit is accrued. Symantec's sole and exclusive obligation and Customer's sole and
exclusive remedy for each respective SLW set forth in the Agreement will be limited to the issuance of Service Credits.



SECTION 4
MANAGED SECURITY SERVICES

SERVICE(S) OFFERINGS CHARTS
SYMANTEC MSS SECURTY MONITORING SERVICES
A R A b R N T ———
SYMANTEC MSS SECURITY MONITORING SERVIGES
Log Retention Essential Security Advanced Security -
Feature . . N - :
Service Monitoring Service Monitoring Service
Service Use Model Per Unit or Enterprise Wide | Per Unit or Enterprise Wide Per Unit or Enterprise Wide
Service Level Warranty Metrics
Device Registration As described in the Service Level Warranties
Severe Event Notification Time NA 10 minutes 10 minutes
SOC Infrastructure Up-Time Percentage 99.80% 99.90% 99.90%
Monthly Reporting Time by 5th business day by 5th business day by 5th business day
Hosted Log Retention (duration @ SOC during Services Term only):
Online Raw Log Retention 3 months (92 days)3 3 months (82 days)® 3 months (92 days)?
Additional 1 year Online Raw Log Retention optional, 12 month increments Joptional, 12 month increments optional, 12 month increments
Offline (removeable media) Raw Log Retention® 12 months 12 months 12 months
Oniine Incident Data Retention Service Term Service Term Service Term
Security Incident Analysis E
Log/Alert data collection, aggregation, and normalization X X X
Logs avallable for SOC Analyst inspection X! X X
Analyze security data and customer context to detect signs of
malicious activity
“identify firew afl port scans and brute force threshold exceptions X X
*Identify host and netw ork intrusions or suspect traffic X X
*ldentify connections to backdoors and Trojans NA X X
“identify events detected by endpoint security solutions X X
*Identify internal systems attacking other internal systerns X X
*ldentify connect toffrom customer-specified bad/blocked URLs X X
*Identify threats through parsing of w eb proxy data for connections X X
to malicious URLs
Advanced securily data analysis and correlation with Symantec
global threat intelligence (GIN) to detect/validate signs of malicious
activity. X
*identify hosts connecting to command and control botnet servers NA NA X
*identify content matches to a fist of know n bad IP addresses M
*Identify content matches to a list of know n bad URL addresses X
*ldentify anomalous traffic toffrom an IP address within a registered
netw ork
Vulnerability Data Correlation Integration NA X X
Validate, Assess and Priorifize impact of Incident to Enterprise X X X
incident Escalation .
Method of Notification of Security Incidents : L
Voice (as defined in the Manual), Sli, Email (per incident or Digest) NA X X
Method of Notification of Qutage Incidents%
Voice (as defined in the Manual), Sil, Email (per Incident or Digest) NA X X
General Service Features
Detection and response updated for emerging threats NA X X
Dally Service Surnmary delivered by e-mail NA X X
Log/device unavailabiiity alerting and notification? X X X
Online logs may be queried by custorrer via the SII X X X
Compliance reporting avallable ot the Sl X X X
Access to the Secure Internet Interface X X X

'Log Retention alone performs no security analysis. How ever, the retained lo

under Essential or Advanced Security Monitoring service(s)

2Notification of outage incidents for the HIPS/HIDS and Endpoint monitorin,

g data is automatically associated with security incidents generated by other devices
and is available for SOC analyst inspection,

g technologies shall apply to Manager/Management consoles only. Nofification of outage

incidents for all other technologies registered in netblock ranges shall be based on outage monitoring of the netblock range, Log Collection Platform, or Remote Importer.

3Subject to run aw ay device limits per the Manual.

“Restoral fees apply - customer must purchase Out-of-Scope Service Tokens commensurate w ith level of effort for data restoration.



SYMANTEC MSS SECURITY MANAGEMENT SERVICES
e R e,

SYMANTEC MSS SECURITY MANAGEW ENT GERVICES

Enterprise Wide Ent ise Wid
. Advanced Essential Management or Advanced erprise Wide
Essential Management . : or Advanced
Feature Management Endpoint Protection Management
Firewall or UTM N N Management
Firewall or UTM Endpoint Protection
DS or IPS
) N " . Per Unitor Per Unit or
Service Use Model Fer Unit only Per Unit only Per Unit only Bnterprise Wide Erterprise Wide
Service Level Warranty Metrics
Device Registration As described in the Service Level Warranties
Managed Device Availabliity Up-Time Percentage 89.90% 88.85% NA NA 98.95%
SOC infrastructure Up-Time Percentage 99.80% 99.80% 99.90% 89.90% 99.80%
Monthly Reporting Time by 5th business day by 5th business day by 5th business day by 5th business day by &th business day

Standard Changes Completion Time

6 hours for changes performed and completed by SOC

Minor Changes Compietion Time

24 hours for ¢

hanges performed and completed by SOC

Eimergency Change or Assistance Response Time

Symantec will atternpt to make SOC engineer available immediately; but not later than within 30 minutes of request

Change Management

Standard Changes

(Includes a single, low~risk configuration or policy
change using Si standard change request
terrplates. For endpoints, includes basic

Custorrer Responsibiiity
(The SOC will complete up
to 5 Standard or Minor
changes each calendar

Unlimited Requests

Customer Responsibifity?
{The SCC s available to
assistin up to 5 Standard
changes each calendar

Unlimited Requests

Updates to detection
definttions occurs
automatically when the
signature update is

Control/Host Integrity policy management)

administrative tasks on the Management Console) onth). month). released by the vendor,
Minor Changes . o
N . Customer Responsibility Customer Responsibifity?

“;“'“"fs - nae e g‘::{;i:’?:’::’?e‘s‘; 22 | (The SOC will corplete up {The SOCIs avaliabie to
requested thru the n, N ange req to 5 Standard or Minor Unlimited Requests assist in up to 2 Minor Unlimited Requests Unlimited Requests
temrplates. Includes endpoint Anti-

rus/F WIPS/Appication ControlDevice changes each calendar changes each calendar
virus/Firew all{PS/Application Control/Devi ronth), month).

Significant Changes

(includes softw are changes or high-risk policy
changes that interrupt device functionality.
Includes Endpoint patch and maintenance updates
to Management Console and Endpoint Protection
Database)

SOC will initiate change requests for softw are upgrades/patches and schedule w ith customer. Customer initiated change requests
require § business days advance notice.

Major Changes
(Includes changes that modify architecture,
technology or that require advance design)

Not included in scope of Services
(Available w ith purchase of Out-of-Scope Help Desk Service Tokens)

Ermergency Change or Assistance Requests 2 per calendar ronth? 5 per calendar month! 2 per calendar month? 5 per calendar month? 5 per calendar month!
Service Features
* Firew aling - Database Configuration
« Netw ork address - Database Replication
translation (NAT) * Manager Administration
+ Firew aling + Antvirus + Database Configuration |+ Group/Location
« Netw ork address * Infrusion Protection |+ Database Replication Administration )

i o transiation (NAT) + Content Fitering . Manager Administration |- Instaliation Packages | * Folicy management
Provide rranagement and configuration assistance « Antivirus - High Availabiity + Anti-virus/Deskiop or - Anti-virus/Deskiop or . S;gnature gpdate.
for the features listed® « Intrusion Frotection « Site-to-site VPNs System Firew all /PS System Firew all /IPS * in-fine configuration

- Content Fitering + Cluster {Application Controll Device |/Application Control/ support
« High Availabilty Architectures ControliHost Integrity policy | Device ConfroliHost + High Availability
- Site-to-site VPNs * Remote Access change assistance Integrity policy
VPN managernent
Rute / VPN limits {per device):
Maxirrum Rules in Firew all/UTM Policy Unlimited Rules N/A NA
. . . . { reski?gg‘:zigr:fcﬁons Unfmited VH.’\ls
Maxirmum VPN Folicy (site-to-site VPNs) to other SOC Managed (no co'nnAectmn NA NA NA
restrictions)
Firew alls)
incident / Fault Management:
Monitor Managed Device for accessibiity by SOC X X X
Monitor Managed Device for detected fault X X
messages’
Monitor for content update fallure messages® X X
For Manager/Management Console only.
Respond to and troubleshoot issues for Managed Troubleshooting issues affecting Endpoint agent
N X X . A R N X
Device . softw are is not included in scope of service(s)*.
Lifecycle M nt - Mainty Notif |
Standard Maintenance 24 hours' notice 24 hours' notice 24 hours' notice
Emergency Maintenance 1 hour's notice 1 hour's notice 1 hour's notice
Reporting:
Monthly Service Report Avaitable on the Sif ‘Avallable on the Sf Available on the Sl
Visibllity info current tickets, Device status, Log Available on the Sl Avaiiable on the S Available on the Sit
Outage aleris
Access to the Secure internet interface X { X X | X X

*Additional available with purchase of Out-of-Scope Help Desk Service Tokens.
2For Endpoints, User Administration for the Managerment Console alw ays performed by Symantec M3S.

3Subject to the technology support of features

“For Symantec products, SOC will facilitate escalation to Symantec Product Support (Customer should w ork directly w ith product support as applicable for resolution)




SYMANTEC MSS TECHMICAL SERVICE COORDINATOR
e e e

Function

MSS Technical
Service
Coordinator’

Service and Device Provisioning

lanage client project plan over selected implementation schedule X

Communicate status of implementation via e-mail on a weskly basis X

Participate in daily or weskly previsioning calis to expedite provisioning of a complex order X

Assistin the establishment of client specific testing criteria and procedures X
Routine Service Delivery

Named lisison for alf service related requests and/or problems available during business hours X

Assistin remediation coordination of critical incidents X

Review al aspects of service delivery with chient on a menthly basis (client schedule

permitting) X

Assistin the coordination of any major technelogy upgrades X

Participate in dally/weskly chent status calis X
Optional Assistance (Dependent on resource availability & client request)

Prepare chent program-specific procedural guides X

Coordinate and assist in fulfiling requests for adhoc reporting X

'MSS Technical Service Coordinator functions are performed remotely.
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MEMORANDUM

TO: Councilmember Felicia Moore
Chair, Finance Executive Committee

FROM: Adam L. Smit
RE: Federal GSA Cogftract #GS-35F-0119Y for #COA-6557-PL

DATE: March 08, 2013

This memorandum is to certify that the above-referenced Cooperative Agreement was
competitively procured in a manner consistent and pursuant to sections 2-1602, 2-1604, 2-1606 and 2-
1608 of the Procurement and Real Estate Code. We reviewed the terms of the Agreement and
determined that the costs for the goods/services are competitive and comparable.

If you have any questions or need additional information, please do not hesitate to contact me.



Legislation Summary

Committee of Purview:

Caption

A resolution authorizing the Mayor to execute an appropriate contractual
agreement on behalf of the Department of Information Technology with Carahsoft
Technology Corporation, an Authorized Symantec Corporation reseller in an
amount not to exceed eighty three thousand six hundred thirty two dollars and sixty
four cents ($83,632.64). All contract work shall be charged to and paid from fund
account and center number: 1101 (General Fund), 050212 (DIT Server
Management), 5213001 (Consulting/Professional Services-Technical), 1535000 (Data
Processing/Management Information System).

Council Meeting Date: April 15,2013

Legislation Title: Resolution authorizing the Chief Procurement
Officer to utilize the Federal GSA Contract #GS-
35F-0119Y for Contract #COA-6557-PL with
Carahsoft  Technology Corporation, an
Authorized Symantec Corporation Reseller for
the purchase of a Subscription for Symantec
Netbackup Software Licensing and Support for
twelve (12) months on behalf of the Department
of Information Technology in an amount not to
exceed ninety nine thousand seven hundred forty
dollars and ten cents ($99,740.10). All contract
work shall be charged to and paid from fund
account and center number: 1101 (General
Fund), 050212 (DIT Server Management),
5213001  (Consulting/Professional  Services-
Technical), 1535000 (Data
Processing/Management Information System).

Requesting Department: Department of Information Technology
Contract Type: N/A
Source Selection: Federal GSA Contract #GS-35F-0119Y
Bids/Proposals Due: N/A
Invitations Issued: N/A

Number of Bids/



Proposals Received: N/A

Bidders/Proponents: N/A
Justification Statement: N/A
Background: N/A
Fund Account Centers: 1101 (General Fund), 050212 (DIT Server
Management), 5213001 (Consulting/Professional
Services-Technical), 1535000 (Data
Processing/Management Information System).
Source of Funds: N/A
Fiscal Impact: N/A
Term of Contract: N/A
Method of Cost Recovery: N/A
Approval:
DOF:
DOL:
Prepared By: Patricia Lowe, Buyer

Contact Number: 404.330.6583



TRANSMITTAL FORM FOR LEGISLATION

TO: MAYOR’S OFFICE ATTN: CANDACE BYRD

Dept.’s Legislative Liaison:_Kieva Morrison

Contact Number: 404-330-6264

Originating Department:  Department of Information Technology

Committee(s) of Purview: Finance/Executive Committee

Chief of Staff Deadline: Friday, March 8, 2013

Anticipated Committee Meeting Date(s): Wednesday, March 27, 2013

Anticipated Full Council Date: Monday, April 15, 2013
Legislative Counsel’s Signature: Y %5% AL

Chief Information Officer Signature (for IT P ocurements)

Commissioner Signature: - P

N AL AL A w0 SOKR
Chief Procurement Officer Signat@;é /} f/ N A A 5”%/ ’

7
<

CAPTION
Mayor’s Staff Only

A RESOLUTION
BY FINANCE/EXECUTIVE COMMITTEE

A RESOLUTION AUTHORIZING THE MAYOR OR HIS DESIGNEE TO ENTER INTO COOPERATIVE
PURCHASING AGREEMENT NUMBER COA-6557-PL PURSUANT TO SECTION 2-1602 ET SEQ. OF
THE CITY OF ATLANTA CODE OF ORDINANCES, WITH CARAHSOFT TECHNOLOGY
CORPORATION, AN AUTHORIZED SYMANTEC CORPORATION RESELLER, UTILIZING THE
CARAHSOFT GENERAL SERVICES ADMINISTRATION CONTRACT NUMBER GS-35F-0119Y TO
PURCHASE A SUBSCRIPTION FOR SYMANTEC NETBACKUP SOFTWARE LICENSING AND
SUPPORT, ON BEHALF OF THE DEPARTMENT OF INFORMATION TECHNOLOGY, FOR TWELVE
(12) MONTHS, IN AN AMOUNT NOT TO EXCEED EIGHTY-THREE THOUSAND, SIX HUNDRED
THIRTY-TWO DOLLARS AND SIXTY-FOUR CENTS ($83,632.64), ALL CONTRACTED WORK TO BE
CHARGED TO AND PAID FROM FUNDING NUMBERS LISTED HEREIN; AND FOR OTHER
PURPOSES.

FINANCIAL IMPACT: (if any) $83,632.64

Received by CPO: Received by LC from CPO:
_‘(date) T
Received by Mayor’s Office: 4 A & (/) 4 512 Reviewed by:—_*
(date))y
Submitted to Council:

(date)



